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Abst r act
Thi s docunent defines the underlying presence data nodel used by
Session Initiation Protocol (SIP) for Instant Messagi ng and Presence
Leveragi ng Extensions (SIMPLE) presence agents. The data nodel

provi des gui dance on how to nmap various comruni cati ons systens into
presence docunents in a consistent fashion
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1. Introduction

Presence conveys the ability and willingness of a user to conmunicate
across a set of devices. RFC 2778 [10] defines a nodel and
term nol ogy for describing systens that provide presence infornation.
RFC 3863 [1] defines an XML [5] [6] [7] docunent format for
representing presence information. In these specifications, presence
information is nodel ed as a series of tuples, each of which contains
a status, communi cations address, and ot her markup. However, neither
specification gives guidance on exactly what a tuple is neant to
nodel, or how to map real -world comuni cations systens (and in
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particular, those built around the Session Initiation Protocol (SIP)
[11]) into a presence docunent.

In particular, several inportant concepts are not clearly nodel ed or
wel | delineated by RFCs 2778 and 3863. These are the follow ng:

Service: A comuni cations service, such as instant nessaging (IM or
tel ephony, is a systemfor interaction between users that provides
certain nmodalities or content.

Devi ce: A conmuni cations device is a physical conponent that a user
interacts with in order to nake or receive comruni cati ons.
Exanpl es are a phone, PDA, or PC.

Person: A person is the end user, and for the purposes of presence,
is characterized by states, such as "busy" or "sad", that inpact
their ability and willingness to conmunicate.

This specification defines these concepts nore fully by nmeans of a
presence data nodel, and concretely defines how to take real-world
systens and map theminto presence docunments using that nodel. This
data nodel is defined in terms of an extension to RFC 3863.

2. Definitions

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [9].

Thi s docunent nakes use of nany additional terns beyond those defined
in RFC 2778 and RFC 3863. These new terns are as follows:

Devi ce: A device nodels the physical environment in which services
mani f est thensel ves for users. Devices have characteristics that
are useful in allowing a user to nake a choi ce about which
conmuni cati ons service to use.

Service: A service nodels a form of comrunication that can be used
to interact with the user.

Person: A person nodels the human user and their states that are
rel evant to presence systens.

Qccurrence: A single description of a particular service, a
particul ar device, or a person. There nay be nmultiple occurrences
for a particular service or device, or multiple person occurrences
in a Presence Infornmation Data Format (PIDF) docunent, in cases
where there is anbiguity that is best resolved by the watcher
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Presentity: A presentity conbines devices, services, and person
infornmation for a conplete picture of a user's presence status on
t he network.

Presentity URI: A URl that acts as a unique identifier for a
presentity and provi des a handl e for obtaining presence
i nfornati on about that presentity.

Dat a Conponent: One of the device, service, or person parts of a
presence docunent.

Status: Presence information about a service, person, or device that
typically changes over tinme, in contrast to characteristics, which
are generally static.

Characteristics: Presence information about a service, person, or
device that is usually fixed over tine, and descriptive in nature.
Characteristics are useful in providing context that identifies
the service or device as different from another service or device.

Attribute: A status or characteristic. |t represents a single piece
of presence information.

Presence Attribute: A synonymfor attribute.
Conposition: The act of conmbining a set of presence and event data

about a presentity into a coherent picture of the state of that
presentity.
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The data nodel for presence is shown in Figure 1. The nodel seeks to
describe the presentity, identified by a presentity URI. There are

t hree conponents in the nodel: the person, the service, and the
device. These three data conponents contain information (called
attributes) that provide a description of some aspect of the service,
person, or device. It is central to this nodel that each attribute
is affiliated with the service, person, or device because they
descri be that service, presentity, or device. This is in contrast to
a nodel whereby the attributes are associated with the service,
presentity, or device because they were reported by that service,
presentity, or device. As an exanple, if a cell phone reports that a
user is in a neeting, this would be done by including an attribute as
part of the person information, indicating a status of

"in-a-nmeeting". The presence information nmay al so include
i nformati on on the cell phone as a device. However, even though it
is the device that is reporting that the user is in a neeting, "in a

neeting" is a fact that describes the human user, not their physica
device. Consequently, this attribute is placed in the person
conponent of the docunent.

3.1. Presentity UR

The identifier for the presentity is a URI. For each unique
presentity in the network, there is one or nore presentity URIs. A
presentity may have nmultiple URIs because they are identified by both
a URI fromthe Presence (pres) schene [12] and a protocol -specific
URI, such as a SIP URI [11] or an Extensible Messagi ng and Presence
Protocol Internationalized Resource Identifier (XMPP IRI) [13]. O,
it can be because a user has several aliases in a domain, all of

whi ch are equivalent identifiers for the presentity.

When a docunent is constructed, the presentity URl is ideally set to
the identifier used to request the docunent in the first place. For
exanpl e, if a docunment was requested through a SIP SUBSCRI BE request,
the presentity URI would match the Request URI of the SUBSCRI BE
request. This follows the principle of |east surprise, since the
entity requesting the docunent may not be aware of the other
identifiers for the presentity.

Irrespective of the schene fromwhich the URI is taken, the
presentity URlI is independent of any of the services or devices that
the presentity possesses. However, the URI is not just a name - it
represents a resource that can be subscribed to, in order to find out
the status of the user. Wien the URl is a SIP URI, it will often be
the Address of Record for the user, to which SIP calls can be
directed. This equivalence is not mandated by this specification

but is a recommended configuration for easing the burden of
remenbering and storing identifiers for users.
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3.2. Person

The person data conponent nodels infornmation about the user whomthe
presence data is trying to describe. This information consists of
characteristics of the user, and their status.

Characteristics of a person are the static information about a user
t hat does not change under nornal circunstances. Such information

m ght include physical characteristics, such as age and hei ght.

Anot her exanpl e of a person characteristic is an alias. An alias is
a URI that identities the sane user, but with a different presentity
URI. For exanple, a presentity "sip:bob@xanple.com' m ght have a
presence docunent with a person conponent that indicates an alias of
"si p: robert @xanpl e. cont' and "sip:r.smth@xanple.cont.

Status infornmation about a presentity represents the dynanic

i nfornmati on about a user. This typically consists of things the
*user* is doing, places the *user* is at, feelings the *user* has,
and so on. Exanples of typical person status are "in a neeting"

t he phone", "out to lunch", "happy", and "witing Internet Drafts".
The Iine between static status information and dynam c status
information is fuzzy, and it is not inportant that a line be drawn.
The nodel does not differentiate in a syntactically or semantically
nmeani ngf ul way between these two types of attributes.

on

In the nodel, there can be only one person conponent per presentity.
In other words, the person conponent nodels a single hunan bei ng, and
i ncl udes characteristics and statuses that are related to the

conmuni cation states for a single human being. O course, the system
has no way to verify that the human descri bed by the person conponent
is actually a single hunman being, as opposed to a group of users, or
even a dog for that natter. As the saying goes, "on the Internet, no
one knows you are a dog", and the sane is true here. The person
conponent is a facade for a single person; anything that can be nade
to look like a single person can be nodeled with that facade.

As an exanpl e, consider the task of using a presence docunent to
descri be a custonmer support hel p desk. The person conponent can be
considered to be "busy" if none of the support staff are avail able,
and "at lunch" if the help desk departnent has a group |unch
together. The watcher that receives the docunent will consider the
hel p desk to be a single person; nothing in the docunent (except
per haps the note elenent, should its value be "hel p desk" or
sonething simlar) conveys information that would indicate that the
person in question is actually a help desk.
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However, there can be multiple occurrences of the person conponent.
Thi s happens in cases where the state of the person conponent is
anmbi guous, as discussed in Section 3.5.

3.3. Service

Each presentity has access to a nunber of services. Each of these
represents a point of reachability for comuni cations that can be
used to interact with the user. Exanples of services are tel ephony
(that is, traditional circuit-based tel ephone service), push-to-talk,
i nstant messagi ng, Short Message Service (SM5), and Multinedia
Message Service (MVB).

It is difficult to give a precise definition for service. ne
reasonabl e approach is to nodel each software or hardware agent in
the systemas a service. |f a user starts a softphone application on
their PC, then that represents a service. |If a user has a vi deophone
device, then that represents another service. This is effectively a
physi cal view of services. This definition, however, starts to fal
apart when a service is spread across nultiple software agents or
devices. For exanple, a SIP URl representing an address-of-record
can be routed to a softphone or a videophone, or both. In that case,
one mght attenpt instead to define a service based on its address on
the network. This definition also falls apart when nodel i ng devi ces
or applications that receive calls and dispatch themto different

"hel pers" based on potentially conplex logic. For exanple, a
cellular tel ephone m ght house multiple SIP applications, each of
which can "register" different handl ers based on the nethod or even
body type of the request. Each of those applications or handlers can
rightfully be considered a service, but it doesn't have an address on
the network distinct fromthe others.

Because of this inherent difficulty in precisely defining a service,
the data nodel doesn't try to constrain what can be considered a
service. Rather, anything can be considered a service so long as it
exhibits a set of key properties defined by this nodel. In
particul ar, each service is associated with characteristics that
identify the nature and capabilities of that service, with reach
information that indicates how to connect to the service, with status
i nformati on representing the state of that service, and relative

i nfornmati on that describes the ways in which that service relates to
ot hers associated with the presentity.

As a consequence, in this nodel, services are not explicitly
enunerated. There is no central registry where one finds identifiers
for each service. Consequently, each service does not have a single
"service" attribute with values such as "ptt" or "tel ephony". That
doesn't mean that these consolidated noni kers aren't useful; indeed,
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they represent an essential sunmary of what the service is. Such
sunmari zation is useful in creating icons that allow a user to choose
one service over another. A watcher is free to create such

sunmari zation information fromany of the information associated with
a service. The reach information often provides valuable infornmation
for creating such a sunmarization. Otentines, the schene of the UR
is synonynmous with the view of what a service is. An "snms" UR [ 14]
clearly indicates SM5, for exanple. For sone URIs, there may be many
services available, for exanple, SIP or tel [15], in which case the
schenme is |less neaningful as a way of creating a summary. The reach
i nfornmati on could also indicate that certain application software has
to be invoked (such as a videogane), in which case that aspect of the
reach information would be useful for generating an iconic
representati on of the gane.

3.3.1. Characteristics

Each service is adorned with characteristics that describe the nature
and capabilities of the service that will be experienced when a

wat cher invokes that URI. The nature of a service is a set of
properties that are relatively static across conmuni cati on sessi ons
established to that service. The nature of a service tends to be
descriptive. Exanples of the nature of a service are that it
represents an interactive voice response or voicemail server, that it
is an automaton, or that it is a tel ephony service used for the
purposes of work. Capabilities, on the other hand, represent
properties that mght be exhibited, and whether they are exhibited
depends on negotiation and ot her dynanmic functions that take place
during session establishment. Exanples of such capabilities are the
type of nmedia that m ght be used, the directionality of

conmuni cations that are permtted, the SIP extensions supported, and
so on. Capabilities can be very conplex; for exanple, RFC 2533 [16]
descri bes a nodel for representing capabilities through N-ary bool ean
functions. It is difficult to differentiate a capability with one
nodality (e.g., this service only does voice) froma characteristic
that represents the nature of a service. However, it is not

i nportant to do so.

Characteristics are inportant when nultiple services are indicated.
That is because the purpose of listing multiple services in a
presence docunent is to give the watcher a *choice*. That is, the
presentity is explicitly offering the watcher an opportunity to
contact themusing a nultiplicity of different services. To help the
wat cher nake a deci sion, the presence docunent includes
characteristics of each service that help differentiate the services
from each other and give the watcher the context in which to nmake a
choi ce.
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Because their purpose is primarily to facilitate choice, capabilities
do not inpose a requirenment on the way in which a user reaches that
service. For exanple, if a presence docunment includes two services,
and one supports audio only while the other supports only video, this
does not nean that, when contacting the first service, a user has to
of fer only an audio stream or when contacting the second service, a
user has to offer only a video stream A user can use |local policy
at its discretion in determ ning what capabilities or comruni cations
nodalities are offered when they choose to connect with a service.

It is not necessary for a watcher to add SIP caller preferences [2]
to request routing of the request to a service with the
characteristics described in the presence docunent.

If, in order to reach a service, the user agent nust generate a
request that exhibits a particular capability or contains a specific
header, then this is indicated separately in the reach information,
descri bed bel ow.

One inportant characteristic of each service is the |ist of devices
on whi ch that service executes. FEach device is identified uniquely
by a device ID. As such, the service characteristics can include a
list of device IDs. A presence docunent m ght al so contain

i nfornmati on on each device, but this is a separate part of the
docunent. Indeed, the informati on on each device m ght not even be
present in the docunent. In that case, the device IDs listed for
each service are nothing nore than correlation identifiers, usefu
for deternm ning when two services run on the sane device. The
benefit of this nodel is that information on the devices can be
filtered out of a presence docunent, yet the service information,
whi ch includes the device IDs, renmains useful and neani ngful

It is perfectly valid for a presence docunment to contain just a
single service. This is permtted even if the presentity actually
has multiple services at their disposal. The lack of nultiple
services in the docunment nerely neans that the presentity is not
offering a choice to the watcher. In such a case, the service
characteristics are less inportant, but may be helpful in allowing a
wat cher to decide if they wish to comunicate at all.

3.3.2. Reach Information

The reach information for a service provides the instructions for the
reci pient of a docunment on how to correctly contact that service.

When a service is accessible over a communi cati ons network, reach

information includes a URI that can be "hit" to access the service.
This URI is called the service URI. However, sone services are not
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accessi bl e over a conmuni cati ons network (such as in-person
conmuni cations or a witten letter), and as such, may not utilize a
URI .

Even for services reachabl e over a communi cati ons network, the UR
al one may not be sufficient. For exanple, two applications may be
running within a cellular tel ephone, both of which are reachable

t hrough the user's SIP Address of Record. However, one application
is launched when the INVITE request contains a body of a particular
type, and the other is launched for other body types. As another
exanpl e, a service may provi de conpl ex application |ogic that
operates correctly only when contacted from matchi ng application

software. In such a case, even though the comruni cati ons between
instances utilizes a standard protocol (such as SIP), the user
experience will not be correct unless the applications are natched.

When the URI is not sufficient, additional attributes of the service
can be present that define the instructions on howthe service is to
be reached. These attributes nust be understood for the service to
be utilized. |If a watcher receives a presence docunment containing
reach information it does not understand, it should discard the
service information.

The reach information is an inportant part of the service. Wen the
wat cher nakes a deci sion about which service of the presentity they
wi sh to access, the watcher utilizes the reach information for that
service. For this reason, each service has to have a unique set of
reach information. |If this was not the case, the user would have no
way to choose between the services. This neans that the reach
infornati on represents a unique identifier for the service. However
a presence docunent can contain nmultiple occurrences of a particular
servi ce, each of which contains the sane reach information, but
differs in its occurrence identifier. Miltiple occurrences of a
service exist in a document when the state of the service is

anmbi guous, as discussed in Section 3.5.

Because the reach information serves as an identifier for a service,
it also serves as a way to figure out whether a conmunications
capability should be represented as one service or nore. Sonething
cannot be a service unless there is a way to reach it separately from
anot her service. As an exanple, consider a softphone application
that is capable of audio and video. It is not possible to describe
this softphone as two services - one capable of just audio, and one
capabl e of just video. That's because there is no way to reach the
vi deo-only service; for exanple, sending a SIP INVITE with just a

vi deo stream doesn't suffice, since one can always add the audio
streamlater and it will work. Video and audio, in this case,
represent capabilities for a single service.
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The reach information represents a weak form of contract; the
presentity tells the watcher that, if the watcher utilizes the reach
i nfornmati on included in the presence docunent, the watcher m ght be
connected to a service described by the characteristics included in
the presence docunent. It is inportant to stress that this is not a
guarantee in any way. It cannot be a guarantee for two reasons.
First, the service in the docurment mght actually be nodelling a
nunber of actual services used by the user, and it may not be
possi bl e to connect the watcher to a service with all of the
characteristics described in the presence docunent. Second, the
preferences of the presentity always take precedence. The caller

m ght ask to be connected to the video service, but it is permnissible
to connect themto a different service if that is the wish of the
presentity.

This | oose contract al so provides sone gui dance on the type of UR
that is nmost ideally suited for the service URI. A URN [3] can be
used as the service URI. However, since a URN could be resolved to
potentially any nunber of different URI's, the characteristics,
status, and relative information need to be sensible for all of the
URI's that can be resolved fromthe URN. As the URN becones
increasingly "vague" in terns of the service it identifies, the
nunber of presence attributes that can be included decreases
correspondi ngly.

The tel URI [11] shares simlar properties with a URN, and the sane

considerations apply. |If, for exanple, the tel ephone nunber exists

in ENUM[18] and multiple ENUM services are defined, including voice
and nessaging, it is likely that very little characteristic

i nformation can be included in that service. |f, however, a tel UR
has only a single ENUM service defined, and it refers to a tel ephone
service on the Public Switched Tel ephone Network (PSTN), nore can be
sai d about its characteristics, status, and relative priority.

It is inmportant to point out that there can be a many-to-one nappi ng
of reach information to a service. That is, a particular service can
potentially be reachable through an infinite nunber of reach

information sets. This is true even if the reach infornation is just

the service URI; it is permissible for multiple service URIs to reach
the sane service. Wthin any particular docunent, for a particular
service, there will be a single service URI. However, it is allowed

and even val uable to provide different service URIs to different

wat chers, or to change the service URIs provided to a particular

wat cher over time. Doing so affords nany benefits, in fact. It can
all ow the recipient of a conmunications attenpt to determnine the
context for that attenpt - that the attenpt was nade as a result of
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trying to reach a particular service in a particular presence
docunent. This can be used as a technique for preventing
conmuni cati ons spam for exanple [19].

It is also possible for a presence docunent to contain a service that
has no reach information at all. 1In such a case, the presentity is
indicating that the service exists, but is electing not to offer the
wat cher the opportunity to connect to it. One such exanple would be
to let a watcher know that a user has a tel ephony service, and that
they are busy, but in order to avoid receipt of a call, no reach
information is provided.

In an ideal system the URI alone would represent sufficient reach

i nfornmati on for each service. A URl is supposed to provide
sufficient context for reaching the resource associated with the URI
and thus in theory there is no need for additional context. However
sonetines, additional information is needed. Since the reach
information has to be understood in order for the service to be
utilized, reach information beyond the URI should be defined and used
sparingly. Extensions to PIDF that define attributes that are reach
i nfornmati on should clearly call those attributes out as such

3.3.3. Relative Information

Each service is also associated with a priority, which represents the
preference that the user has for usage of one service over another
Thi s does not nean that, when a watcher w shes to comunicate with
the presentity, that they should al ways use the service with the

hi ghest priority. |If that were the case, there would be no point in
including nultiple services in the presence docurment. Rather, the
priority says, "If you, the watcher, cannot decide which of these to
use, or if it is not inmportant to you, this is the order in which
woul d Iike you to contact ne. However, | amgiving you a choice."
The priorities are relative to each other, and have no meani ng as
absol ute nunmbers. |If there are two services, and they have
priorities of 1 and .5, respectively, this is identical to giving
thempriorities of .2 and .1, respectively.

3.3.4. Status

Each service also has a status. Status represents generally dynanic
i nfornmati on about the availability of conmunications using that
service. This is in contrast to characteristics, which describe
fairly static properties of the various services. The sinmplest form
of status is the basic status, which is a binary indicator of

avai lability for comunications using that service. It can have
val ues of either "closed" or "open". "Cd osed" neans that
comuni cation to the service will, in all likelihood, fail, will not
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reach the intended party, or will not result in communications as
descri bed by the characteristics of the service. As an exanple, if a
call is forwarded to voicemail if the user is busy or unavail abl e,
the service is marked as "closed". Simlarly, a presentity my

i nclude a hotel phone nunber as a service URI. After checkout, the
phone nunmber will still ring, but reach the chanbermai d or the next
guest. Thus, it would be declared "closed" by that presentity. As
anot her exanple, if a user has a SIP URI as their service URlI that
points to a SIP softphone application, and the PC shuts down, calls

to that SIP URI will return a 480 response code. This service would
al so be declared "closed". "Qpen" inplies the opposite - that
conmuni cations to this service will likely succeed and reach the

desired target.

It is also possible to have status information that is dependent on
the characteristics of the comunications session that eventually
gets set up. For exanple, a status attribute can be defined that

i ndi cates that a softphone service is available if instant nmessaging
is used, but unavailable if audio is used.

Q her status information might indicate nore details on why the
service is available or unavailable. For exanple, a tel ephony
service mght have additional status to indicate that the user is on
t he phone, or that the user is handling 3 calls for that service.

Services inherently have a | ot of dynanic state associated with them
For exanple, consider a wirel ess tel ephony service (i.e., a cel
phone). There are nmany dynam c statuses of this service - whether or
not the phone is registered, whether or not it is roam ng, which
provider it has roaned into, its signal strength, how many calls it
has, what the state of those calls are, how |ong the user has been in
a call, and so on. As another exanple, consider an | Mservice. The
statuses in this service include whether the user is registered, how
| ong they have been registered, whether they have an | M conversation
in progress, how many | M conversations are in progress, whether the
user is typing, to whomthey are typing, and so on

However, not all of this dynamc state is appropriate to include
within a service data conponent of a presence docunent. Information
is included only when it has a bearing on hel ping the watcher decide
whet her to initiate comrunications with that service, or helping the
wat cher decide when to initiate it, if not now As an exanpl e,

whet her a cell phone has strong signal strength or just good signa
strength does not pass the litmus test. Knowing this is not likely
to have an inpact on a decision to use this service.
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3.4. Device

Devi ces nodel the physical operating environnent in which services
execute. Exanples of devices include cell phones, PCs, |aptops,
PDAs, consuner tel ephones, enterprise PBX extensions, and operator
di spat ch consol es.

The mappi ng of services to devices are many to many. A single
service can execute in nultiple devices. Consider a SIP tel ephony
service. Two SIP phones can register against a single Address of
Record for this service. As a result, the SIP service is associ ated
with two devices. Simlarly, a single device can support a
multiplicity of services. A cell phone can support a SIP tel ephony
service, an SMs service, and an MMS service. Sinmlarly, a PC can
support a SIP tel ephony service and a SI P videophone servi ce.

Furthernore, a single device can support no services. 1In such a
case, the device has no useful presence information by itself.
However, when conposed with other docunents that describe this sane
device in relation to a service, a richer presence docunent can be
created. For exanple, consider a Radio Frequency ID (RFID) tag as a
device. This device does not execute any services. However, as a
device, it has properties, such as location, and it may have network
connectivity with which it can report its status and characteristics.
If a video tel ephone were to report that it was running a video
service, and one of its properties was that it was tagged with that
RFI D, a conpositor could conbine the two docunents together, and use
the location of the RFID to say something about the location of the
vi deo tel ephony devi ce.

Devices are identified with a device ID. A device IDis a UR that
is a globally and tenporally unique identifier for the device. In
particular, a device IDis a URN. The URN has to be uni que across
all other devices for a particular presentity. However, it is also
highly desirable that it be persistent across tinme, globally unique,
and conmputable in a fashion so that different systens are likely to
refer to the device using the sane ID. Wth these properti es,

di ffering sources of presence information based on device status can
be conbined. The last of these three properties - readily conputable
- is particularly useful. It allows for a compositor to conbine

di sparate sources of infornmation about a device, all linked by a
conmon device ID that each source has independently used to identify
t he device in question

Unfortunately, due to the variety of different devices in existence,
it is difficult for a single URN schenme to be used that will have
these properties. It is anticipated that multiple schemes will be
defined, with different ones appropriate for different types of
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devices. For cellular tel ephones, the Electronic Serial Nunber

(ESN), for exanple, is a good identifier. For |IP devices, the MAC
address i s another good one. The MAC address has the property of
being readily computable, but |acks persistence across tine (it would
change if the interface card on a device were to change). In any
case, neither of these are associated with URN schenes at this tinme.
In the interim the Universally Unique IDentifier (UUD) URN [20] can
be used. For devices with a MAC address, version 1 UUI Ds are
RECOMVENDED, as they result in a tinme-based identifier that nakes use
of the MAC address. For devices without a MAC, a version 4 UUID is
RECOMMENDED. This is a purely randomidentifier, providing

uni queness. The UUI D for a device would typically be chosen at the
time of fabrication in the device, and then persisted in the device
within flash or sone other kind of non-volatile storage. The UU D
URN has the properties of being globally and tenporally uni que, but
because of its random conponent, it is not at all readily conputable,
and therefore useless as a correlation ID with other presence sources
on a network. It is anticipated that future specifications will be
devel oped that provide additional, superior device |Ds.

Though each device is identified by a unique device ID, there can be
nmul tiple occurrences of a particular device represented in a
document. Each one will share the sanme device ID, but differ inits
occurrence identifier. Miltiple occurrences of a device exist in a
docunent when the state of the device is anbi guous, as discussed in
Section 3.5.

Though this docunent does not nandate a particular inplenentation
approach, the device IDis nost useful when all of the services on

t he device have a way to obtain the device ID and get the sane val ue
for it. This would argue for its placenent as an operating system
feature. Qperating system devel opers interested in inplenenting this
specification are encouraged to provide APIs that allow applications
to obtain the device ID. Absent such APls, applications that report
presence infornmation about their devices will have to generate their
own device IDs. This leads to the possibility that the applications
may choose different device IDs, using different algorithns or data.
In the worst case, these nmay nean that two services that run on the
sane device, do not appear to.

Li ke services and person data conponents, device data components have
general ly static characteristics and generally dynani c status.
Characteristics of a device include its physical dinensions and
capabilities - the size of its display, the speed of its CPU, and the
amount of menmory. Status information includes dynam c information
about the device. This includes whether the device is powered on or
of f, the ampunt of battery power that remains in the device, the
geographi c location of the device, and so on
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The characteristics and status infornmation reported about a device
are for the purposes of choice - to allow the user to choose the
servi ce based on know edge of what the device is. The device
characteristics and status cannot, in any reliable way, be used to
extract information about the nature of the service that will be
received on the device. For exanple, if the device characteristics

i nclude the speed of the CPU, and the speed is sufficient to support
hi gh-quality video conpression, this cannot be interpreted to nean
that video quality would be good for a video service on that device.
Q her constraints on the system may reduce the ampunt of CPU
available to that service. |If there is a desire to indicate that

hi gher-quality video is available on a device, that should be done by
i ncluding service characteristics that say just that. The speed of
the CPU mi ght be useful in helping the watcher differentiate between
a device that is a PC and one that is a cell phone, in the case where
the watcher wi shes to call the user's cell phone.

Simlarly, if there is dynam c device status (such as whether the
device is on or off), and this state inpacts the state of the
service, this is represented by adjusting the state of the service.
Unl ess a consuner of a presence docunent has a priori know edge

i ndi cating otherwi se (note that presence agents often do), the state
of a device has no bearing on the state of the service.

Just like services, there is no enuneration of device types - PCs,
PDAs, cell phones, etc. Rather, the device is defined by its
characteristics, fromwhich a watcher can extrapol ate whet her the
device is a PDA, cell phone, or what have you.

It is inmportant to point out that the device is a *nodel* of the
under | yi ng physical systens in which services execute. There is
not hi ng that says that this nodel cannot be used to tal k about
systens where services run in virtualized systens, rather than rea
ones. For exanple, if a PCis executing a virtual nachi ne and
running services within that virtual machine, it is perfectly
acceptable to use this nodel to talk about that PC as being conposed
of two separate devices.

3.5. Modeling Anbiguity

Ambiguity is a reality of a presence system and it is explicitly
nodel ed by this specification. Anmbiguity exists when there are

nmul tiple pieces of information about a person, a particul ar devi ce,
or a particular service. This ambiguity naturally arises when

nmul tiple elenments publish infornmation about the person, a particular
service, or a particular device. |In sone cases, a conpositor can
resolve the anbiguity in an automated way, and conbi ne the data about
t he person, device, or service into a single coherent description
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In other cases, it cannot, perhaps because the conpositor |acks the
ability to do so.

However, in many cases, the resolution of this anbiguity is best |eft
to the watcher that consunes the document. This consuner could be an
application with nore information than the conpositor, and thus be
able to do a better job of resolving the anbiguity. O, it may be
presented to the human user, and the hunman can often resolve the
ambiguity. Unsurprisingly, a human can often do this far better than
an aut omaton can.

To nodel anbiguity, the nodel allows each service, each device, or

t he person component to contain nultiple occurrences. Each
occurrence has a unique identifier, called the occurrence identifier
This identifier is unique across all other occurrence identifiers for
any service, device, or person. That is, its uniqueness is scoped
within all of the services, devices, and person elenents for a
particul ar presentity. The identifier ideally persists over tineg,
since it serves as a valuable handle for setting conposition and

aut horization policies. Even if there is a single occurrence for a
particul ar device, service, or person, the occurrence has an
occurrence identifier

The occurrence identifier is not to be confused with the instance ID
defined in the SI P Qutbound specification [27]. A user agent
instance is best nodeled as a service, and indeed, a Gobally

Rout abl e User Agent URI (GRUU) [22], which is derived fromthe
instance I D, represents a reasonable choice for a service URI.
However, if the status of such a UA instance could not be determ ned
unanbi guously, a presence docurment could include two or nore
occurrences of the service nodeling that UA instance. |n such a
case, each occurrence has a unique occurrence ID, but they share the
sanme service URI, and consequently, the sane instance |D.

When nmultiple occurrences exist in a docunent, it is inportant that
sone of the attributes of the device, service, or person help the
reci pient resolve the anbiguity. For humans, the note field and

ti mestanp serve as valuable tools. For an automaton, nearly any
attribute of the device, service, or person can be used to resolve
the ambiguity. The tinestanp in particular is very useful for both
humans and aut omatons. As described in RFC 3863 [1], the tinmestanp
provides the tine of nbst recent change for the tuple. This
specification defines the tinmestanp for person and devi ce components
as well, with the sane neani ng. Absent other information, the
person, device, or service that npost recently changed can be used as
the nore reliable source of data. However, such a resolution
algorithmis not normatively required in any way.
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3.6. The Meani ng of Not hing

It is clear that the existence of a presence attribute in a docunment
tells something to a watcher about the value of that presence
attribute. However, what does the absence of a presence attribute
say? This data nodel follows the |lead of RFC 3840 [17], which is
used to define capabilities for SIP user agents. |n that
specification, if a capability declaration omts a particular feature
tag, it means that the agent is nmaking no definitive statenment either
way about whether this feature tag is supported. The sane is true
here - the absence of a presence attribute froma docunent means that
a wat cher cannot nake any definitive statenent about the value for
that presence attribute. It may be absent because it is being

wi thheld fromthe watcher, or it nmay be absent because that attribute
is not supported by the presentity's software. Neither concl usion
can be drawn.

Because the absence of a presence attribute conveys no information
what soever, presence docunents achi eve their naxi mum val ue when they
have as many presence attributes as possible. As such, it is
RECOMMVENDED t hat a presence docunent contain as many presence
attributes as the presentity is willing to and able to provide to a
wat cher .

3.7. Status vs. Characteristics

The data nodel tries to separate status information from
characteristics, generally by defining status as a relatively dynamc
state about a person, device, or service, whereas a characteristic is
relatively static. However, this distinction is often artificial

Al most any characteristic can change over tine, and sonetines
characteristics can change relatively quickly. As a result, the

di stinction between status and characteristics is nerely a conceptua
one to facilitate understandi ng about the different types of presence
information. Nothing in a presence docunent indicates whether an
element is a characteristic vs. a status, and when a presence
attribute is defined, there is no need for it to be declared one or
the other. Presence docunents all ow any presence attribute, whether
it can be thought of as a characteristic or a status, to change at
any tinme.

Unfortunately, the original PIDF specification did have a separate
part of a tuple for describing status, and the basic status was
defined to exist within that part of the tuple. This specification
does not change PIDF;, however, all future presence attributes MJST be
defined as children of the <tuple> and not the <status> el enent.
Furthernore, the schemas defined here do not contain a <status>

el ement for either the <person> or <device> el ements.
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3.8. Presence Docurent Properties

The overall presence docunment has several inportant properties that
are essential to this nodel.

First, a presence docunent has a concrete neani ng i ndependent of how
it is transported or where it is found. The senantics of a docunent
are the same regardl ess of whether a docunent is published by a
presence user agent to its conpositor, or whether it is distributed
froma presence agent to watchers. There are no required or inplied
behaviors for a recipient of a document. Rather, there are well-
defined semantics for the docunent itself, and a recipient of a
document can take whatever actions it chooses based on those

semanti cs.

A corollary of this property is that presence systens are infinitely
conposeabl e. A presence user agent can publish a docunent to its
presence server. That presence server can conpose it with other
docunents, and place the result in a notification to a watcher. That
wat cher can actually be another presence agent, conbining that
docunent with others it has received, and placing those results in
yet another notify.

Yet another corollary of this property is that inplied behaviors in
reaction to the docunent cannot ever be assuned. For exanple, just
because a service indicates that it supports audi o does not nean that
a watcher will offer audio in a conmunications attenpt to that
service. |If doing so is necessary to reach the service, this nust be
i ndicated explicitly through reach infornmation.

It is also inportant to understand that the role of the presence
docunent is to help a user nmake a choi ce anpongst a set of services,
and furthernmore, to know ahead of time with as nmuch certainty as
possi bl e whet her a conmuni cations attenmpt will succeed or fail
Success is a conbination of nany factors: Does the watcher understand
the service URI? Can it act on all of the reach information? Does
it support a subset of the capabilities associated with the service?
Does the person information indicate that the user is likely to
answer? Al of these checks should ideally be nade before attenpting
comuni cati on.

Because the presence docunent serves to help a user to choose and
establ i sh conmuni cations, the presentity URI - as the index to that
docunent - represents a formof "one-nunber" comunications.

Starting fromthis URI, all of the comunications nodalities and
their URIs for a user can be discovered, and then used to invoke a
particul ar conmuni cations service. Rather than having to give out a
separ at e phone nunber, enmil address, | M address, Voice over Internet
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4.

Protocol (VolP) address, and so on, the presentity URl can be
provided, and all of the others can be |earned fromthere.

Motivation for the Mdel

Presence is defined in [21] as the ability, willingness, or desire to
comuni cate across a set of devices. The core of this definition is
t he conveyance of infornmation about the ability, wllingness, or
desire for communications. Thus, the presence data nodel needs to be
tail ored around conveying information that achi eves this goal

The person data conponent is targeted at conveying wllingness and
desire for communications. It is used to represent information about
the users thensel ves that affects willingness and desire to

conmuni cate. \Whether | amin a nmeeting, whether | amon the phone -
each of these says sonething about ny willingness to communicate, and
t hus makes sense for inclusion in a presence docunent.

The service conponent of the data nodel ainms to convey information on
the ability to communicate. The ability to communicate is defined by
the services by which a user is reachable. Thus, including themis
essenti al .

How do devices fit in? For many users, devices represent the ability
to comuni cate, not services. Frequently, users nmake statenents
like, "Call me on ny cell phone" or "I'mat ny desk". These are
statenments for preference for conmunications using a specific device,
as opposed to a service. Thus, it is our expectation that users wll
want to represent devices as part of the presence data.

Furthernore, the concept of device adds the ability to correlate
services together. The device nodels the underlying platformthat
supports all of the services on the phone. |Its state therefore

i npacts all services. For exanmple, if a presence server can
determ ne that a cell phone is off, this says sonething about the
services that run on that device: they are all not available. Thus,
if services include indicators about the devices on which they run
device state can be obtained and thus used to compute the state of
the services on the device.

The data nodel tries hard to separate device, service, and person as
di fferent concepts. Part of this differentiation is that many
attributes will be applicable to sone of these, but not others. For
exanpl e, geographic location is a neaningful attribute of the person
(the user has a |l ocation) and of a device (the device has a

| ocation), but not of a service (services don't inherently have

| ocations). Based on this, geographic location information should
only appear as part of device or person, never service. Furthernore,
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it is possible and neaningful for location information to be conveyed
for both device and person, and for these locations to be different.
The fact that the presence systemmght try to determne the |ocation
of the person by extrapolation fromthe |ocation of one of the
devices is irrelevant froma data nodeling perspective. Person

| ocation and device |ocation are not the sanme thing.

[ 25] defines the <geopriv> XM el enent for conveying | ocation
information, and indicates that it is carried as a child of the
<tuple> element in a PIDF docunent. [25] was devel oped prior to this
specification, and unfortunately, its recomendation to include

| ocation objects underneath <tuple> runs contrary to the
recomendati ons here. As such, inplenmentations based on this

speci fication SHOULD i ncl ude <geopriv> | ocation objects as part of
person and/or device conponents of the document, but SHOULD be
prepared to receive presence docunents with that object as a child to
<tuple> A <geopriv> |ocation object would be included in a person
conponent when the document neans to convey the |ocation of the user
and within a device conponent when it neans to convey the |ocation of
t he devi ce.

5.  Encoding

Information represented according to the data nodel descri bed above
needs to be mapped into an on-the-wire format for transport and
storage. The Presence Information Data Fornmat [1] is used for
representati on of presence data.

The <presence> el enment contains the presence information for the
presentity. The "entity" attribute of this el enent contains the
presentity URI.

The existing <tuple> elenent in the PIDF docunent is used to
represent the service. This is consistent with the original intent
of RFC 2778 and RFC 3863, and achi eves backward conpatibility with
i mpl enent ati ons devel oped before the nodel described here was
conplete. The <contact> elenent in the <tuple> elenent is used to
encode the service URI. New presence attributes, whether they
represent dynamic status or static characteristics, appear directly
as children of <tuple>  However, attributes defined prior to
publication of this specification that were defined as children of
<status> (such as <basic>) remain as children of <status>, for

pur poses of backward conpatibility. Consequently, a presence
attribute describing a service could appear as either a child of
<status> or directly as a child of <tuple> but never both.
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The "id" attribute of the <tuple> el ement conveys the service
occurrence. Each <tuple> elenent with the same <contact> UR
represents a different occurrence of a particular service.

This specification introduces the <person> el enent, which can appear
as a child to <presence>. There can be zero or nore occurrences of
this el ement per document. Each one has a nandatory "id" attribute,
whi ch contains the occurrence identifier for the person. Each
<person> el enent contains any number of elenents that indicate status
and characteristic information. This is followed by zero or nore
optional <note> elenments and an optional <timestanp>  Miltiple
<note> el ements woul d appear to convey the same note in nultiple

| anguages.

RFC 3863 defines a <note> el ement, zero or nore of which can be
present as a child to <presence> As it relates to the nodel defined
here, these note elenents, if present in a document, apply to al
person occurrences that do not have any of their own <note> el enents.
In other words, if a <person> el ement has one or nore <note>

el ements, those are the <note> elenents for that <person> el ement.

If a <person> el enent does not have any of its own <note> el enents,
the <note> elenents that are the direct children of <presence> are
the <note> elenents for that <person>. |If there are no <note>

el ements underneath the <person> el enent, and there are no <note>

el ements that are a direct child of <presence>, then that <person>

el enent has no <note> el ements.

This specification also introduces the <device> el enent, which can
appear as a child to <presence>  There can be zero or nore
occurrences of this element per document. The <device> el enent can
appear either before or after the <person> elenent; there are no
constraints on order. Each <device> el enment has a nandatory "id"
attribute, which contains the occurrence identifier for the device.
Li ke <person>, <device> contains any nunber of elenments that indicate
status and characteristic information. This is followed by
<devi cel D>, which contains the URN for the device ID for this device.
This is followed by zero or nore optional <note> elenents and an
optional <tinestanp>  Miltiple <note> el enents would appear to
convey the sanme note in multiple | anguages.

A client that receives a PIDF docunent containing the <device> and
<person> el enents, but does not understand them (because it doesn't

i mpl enent this specification), will ignore them Furthernore, since
the semantics of service as defined here are aligned with the neaning
of a tuple as defined in RFC 2778 and RFC 3863, docunents

i ncorporating the concepts defined in this nmodel are conpliant with
ol der inpl ementations.
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It's inportant to note that the napping of the presence data nodel
into a PIDF docunment is nerely an exercise in syntax.

Presence docunents created according to this nodel MJST be valid,
with the follow ng exception. A conpositor is pernitted to create a
presence docunent that it cannot fully validate but that otherw se
val i dat es when processed according to the | ax processing rules

al l owed by the schema of the conpositor. However, it is not expected
that entities receiving these docunents woul d perform schena
validation; rather, they would nerely access the information fromthe
docunent in the places they were expecting it to be. |Inplenentations
SHOULD be prepared to receive docunents that are not valid, and
extract whatever information fromthemthat they can parse

5.1. XM Schemas

The XM. schemas are broken into a commpn schema, call ed commpn-
schema. xsd, which contains comopn type definitions, and the rest of
t he data nodel, data-nopdel . xsd.

5.1.1. Commopn Schenmn

<?xm version="1.0" encodi ng="UTF-8"7?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
el ement For nDef aul t =" qual i fi ed" attri buteFornDefaul t="unqual ified">
<xs:inport nanmespace="http://ww. w3. or g/ XM./ 1998/ nanespace"
schemaLocati on="http://ww. w3. org/ 2001/ xm . xsd"/ >
<xs: si mpl eType nane="Ti nestanp_t">
<Xs:annot ati on>
<xs: docunent ati on>Ti nest anp type</xs: docunent ati on>
</ xs:annot ati on>
<xs:restriction base="xs:dateTine"/>
</ xs:si npl eType>
<xs: si nmpl eType nane="devicelD t">
<Xs:annot ati on>
<xs:document ati on>Devi ce | D, a URN</xs: docunentati on>
</ xs:annot ati on>
<xs:restriction base="xs:anyURl "/ >
</ xs: si npl eType>
<xs: conpl exType nanme="Note t">
<Xs:annot ati on>
<xs: docunent ati on>Not e type</xs: docunentati on>
</ xs:annot ati on>
<xs: si nmpl eCont ent >
<xs: extensi on base="xs:string">
<xs:attribute ref="xnl:lang"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
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</ xs: conpl exType>

<xs:attributeGoup nanme="fronntil">
<xs:attribute name="fronl' type="xs:dateTi ne"/>
<xs:attribute name="until" type="xs:dateTinme"/>
</ xs:attributeG oup>

<xs: conpl exType name="enpty"/>

</ xs: schema>

5.1.2. Data Mde

<?xm version="1.0" encodi ng="UTF-8"7?>
<xs: schenm target Namespace="urn:ietf: parans: xm : ns: pi df : dat a- rodel "
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schena"
xm ns="urn:ietf:parans: xm : ns: pi df : dat a- nodel "
el ement For nDef aul t =" qual i fi ed" attri buteFornDefaul t="unqual ified">
<xs:include schenalLocati on="comon-schema. xsd"/ >
<xs: el enent nanme="devi cel D' type="devicelD t">
<xs: annot ati on>
<xs: docunent ati on>Devi ce I D, a URN</xs: docunentation>
</ xs: annot ati on>
</ xs: el enment >
<xs: el enent nanme="devi ce">
<xs: annot ati on>
<xs: docunent ati on>Cont ai ns i nformati on about the
devi ce</ xs: docunent at i on>
</ xs: annot ati on>
<xs: conpl exType>
<XS:sequence>
<xs:any namespace="##ot her" processContents="1|ax"
m nQccur s="0" maxCccur s="unbounded"/ >
<xs: el enent ref="devicelD'/>
<xs: el enent nanme="note" type="Note t" m nCccurs="0"
maxQccur s="unbounded"/ >
<xs: el enent nane="tinestanp" type="Timestanp_t" m nCccurs="0"/>
</ xs: sequence>
<xs:attribute nanme="id" type="xs:|D" use="required"/>
</ xs: conpl exType>
</ xs: el enment >
<xs: el enent nanme="person">
<xs: annot ati on>
<xs: docunent ati on>Contai ns i nformati on about the hunan
user </ xs: docunent at i on>
</ xs: annot ati on>
<xs:conpl exType>
<XS:sequence>
<xs:any nanespace="##ot her" processContents="1ax"
m nOccur s="0" maxCccur s="unbounded" >
<xs: annot ati on>
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<xs: docunent ati on>Characteristic and status
i nf or mati on</ xs: docunent ati on>
</ xs: annot ati on>
</ xs: any>
<xs: el enent nanme="note" type="Note t" m nCccurs="0"
maxQccur s="unbounded"/ >
<xs: el enent nane="tinestanp" type="Timestanp_t" m nCccurs="0"/>
</ xs: sequence>
<xs:attribute nane="id" type="xs:|D" use="required"/>
</ xs: conpl exType>
</ xs: el enment >
</ xs: schema>

6. Extending the Presence Mde

When new presence attributes are added, any such extension has to
consi der the foll ow ng questions:

1. |Is the new attribute applicable to person, service, or device
data conponents? |If it is applicable to nore than one, what is
its meaning in each context? An extension should strive to have
each attribute concisely defined for each area of applicability,
so that a source can clearly determine to which type of data
conponent it should be applied.

2. Does it belong in a new nanespace, or an existing one?
General ly, new presence attributes defined within the sane
speci fication SHOULD bel ong to the sane namespace. Presence
attributes defined in separate specifications, but produced in a
coordi nated way by a centralized adm nistration, MAY be placed in
t he sane nanespace. Doing so, however, requires the centralized
administration to ensure that there are no collisions of element
nanes across those specifications. Furthernmore, if a new
ext ensi on has el enents nmeant to be placed as the children of
another element at a point of extensibility defined by <any
nanespace="##ot her">, the new extension MJST use a different
nanespace than that of its parent el enments.

3. Does the extension itself require extensibility? |If so, points
of extension MJUST be defined in the schema, and SHOULD be done
usi ng the <any nanmespace="##ot her"> construct.

7. Exanpl e Presence Docunent
In this section, we give an exanple of a physical system present the
nodel of that system using the concepts described here, and then show

the resulting presence docunent. The exanple nmakes use of presence
attributes defined in [23] and [24].
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7.1. Basic IMdient

In this scenario, a provider is offering a service very sinmlar to
the instant messaging services offered today by the public providers
i ke ACL, Yahoo!, and MSN. In this service, each user has a "screen
nane" that identifies the user in the service. A single client,
generally a PC application, connects to the service at a tine. Wen
the client connects, this fact is nade avail able to other watchers of
that user in the system The user has the ability to set a textua
note that describes what they are doing, and this note is seen by the
wat chers in the system The user can set one of several status
nessages (busy, in a neeting, etc.), which are pre-defined notes that
the systemunderstands. |If a user does not type anything on their
keyboard for sone tinme, the user's status changes to idle on the
screens of the various watchers of the system The system al so

i ndi cates the anpbunt of time that the user has been idle.

Whenever a user is connected to the system they are capabl e of
recei ving instant nessages. A user can set their status to
"invisible", which nmeans that they appear as offline to other users.
However, if an IMis sent to them it will still be delivered.

This systemis nodel ed by representing each presentity in the system
with three data conponents: a person conponent, a service conponent,
and a device conponent. The person conponent describes the state of
the user, including the note and the pre-defined status nessages.
These represent information about the human user, so they are

i ncluded in the person conponent. The service tuple represents the
IMservice. No characteristics are included. The service UR
published by the client is set to the client's Address of Record
(AOR). The device conponent is used to nodel the PC. The device
conponent includes the <user-input> elenment [23], since the idleness
refers to usage of the device, not the service.

The docunent published by the client would ook Iike this:

<?xm version="1.0" encodi ng="UTF-8""?>
<presence xm ns="urn:ietf:parans: xnm :ns: pidf"
xm ns: dm"urn:ietf: parans: xm : ns: pi df : dat a- nodel "
xm ns:rp="urn:ietf:parans: xn :ns: pi df:rpid"
xm ns: caps="urn:ietf:parans: xm : ns: pidf:caps"
xm ns: xsi ="http://ww. w3. org/ 2001/ XM_Schena- i nst ance" >
<tupl e id="sg89ae" >
<st at us>
<basi c>open</ basi c>
</status>
<dm devi cel D>nmac: 8asd7d7d70</ dm devi cel D>
<caps: servcaps>
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<caps: ext ensi ons>
<caps: support ed>
<caps: pref/>
</ caps: support ed>
</ caps: ext ensi ons>
<caps: met hods>
<caps: support ed>
<caps: MESSACGE/ >
<caps: OPTI ONS/ >
</ caps: support ed>
</ caps: net hods>
</ caps: servcaps>
<cont act >si p: soneone@xanpl e. conx/ cont act >
</tupl e>
<dm person id="p1l">
<rp:activities>
<r p: on-t he- phone/ >
</rp:activities>
</ dm person>
<dm devi ce id="pcl22">
<rp: user-input>idl e</rp:user-input>
<dm devi cel D>nmac: 8asd7d7d70</ dm devi cel D>
</ dm devi ce>
</ presence>

It is worth comrenting further on the value of having a separate
device elenment just to convey the idle indicator. The idle

i ndication of interest is really an indicator that the device is
idle. By naking that explicit, the idle indicator can be used by the
presence server to affect the state of other services running on the
sane device. For exanple, let's say there is a VolP application
runni ng on the sanme device. This application reports its presence
state separately, but indicates that it runs on the sanme device.
Since it has indicated that it runs on the sanme device, the presence
server can use the status of the service to further refine the idle

i ndi cator of the device. Specifically, if the user is using its VolP
application, the presence server knows that the device is in use,
even if the IMapplication reports that the device is idle.

Typically, idleness is deternined by |ack of keyboard or nouse input,
nei t her of which m ght be used during a VolP call.

In a nore sinplistic case, reporting the idle indicator as part of
the device status allows that indicator to be used for other services
on the sane device. Taking, again, the exanple of the VolP
application on the sanme device, if the Vol P application does not
report any device information, and a watcher is not provided

i nformation on the | Mservice, the presence docunent sent to the

wat cher can include the device status. Because of the usage of the
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device IDs and the device informati on, the presence server can
correlate the device status as reported by the I Mapplication with
the Vol P service, and use them together

8. Security Considerations

The presence information described by the nodel defined here is very
sensitive. It is for this reason that privacy filtering plays a key
role in the processing of presence data. Privacy filtering is the
act of applying permissions to a presence docunent for the purposes
of removing information that a watcher is not authorized to see. In
nore general termnms, privacy filtering is a formof authorization
Privacy filtering can al so ensure that a watcher cannot see any
presence data for a presentity, and indeed, it can even ensure that
the presentity doesn't know that it is being blocked. The SIP
presence specifications (RFC 3856 [21]) require that such

aut hori zati on processing be perforned before divul gi ng presence

i nfornmati on. Specifications have al so been defined for conveying
aut hori zation policies to presence servers [26].

Integrity of presence information is also critical. Mdification of

presence data by an attacker can |lead to diverted conmunications, for
exanpl e. Protocols used to transport presence data, such as SIP for

presence, are used to provide necessary integrity functions.

9. Internationalization Considerations

This specification defines a data nodel that contains nostly tokens
that are neant for consunption by prograns, not directly by humans.
Prograns are expected to translate those tokens into |anguage-
appropriate text strings according to the preferences of the watcher

However, this specification defines a <note> elenent that can contain
free text. This elenment and ot her ones defined by extensions to PlIDF
that can contain free text SHOULD be | abeled with the 'xm:Iang'
attribute to indicate their | anguage and script. This specification
allows nultiple occurrences of the <note> el enment so that the
presentity can convey the note in nultiple scripts and | anguages. |If
no 'xm:lang' attribute is provided, the default value is "i-default"

[8].

Since the presence nodel is represented in XM, it provides native
support for encoding information using the Unicode character set and
its more conpact representations including UTF-8. Confornmant XM
processors recogni ze both UTF-8 and UTF-16. Though XM i ncl udes
provisions to identify and use other character encodings through use
of an "encoding" attribute in an <?xnl ?> declaration, use of UTF-8 is
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RECOMMVENDED i n envi ronments where parser encodi ng support
i nconmpatibility exists.

10. | ANA Consi derati ons

There are several | ANA considerati ons associated with this
speci fication.

10.1. URN Sub- Nanmespace Registration
This section regi sters a new XM. nanespace, per the guidelines in [4]

URI: The URI for this namespace is
urn:ietf:parans: xm : ns: pi df: dat a- nodel .

Regi strant Contact: |ETF, SIMPLE working group, (sinple@etf.org),
Jonat han Rosenberg (j drosen@ drosen. net).

XML:

BEG N
<?xm version="1.0"?>
<I DCCTYPE htm PUBLIC "-//WBC//DTD XHTM. Basic 1.0//EN
"http://ww. w3. org/ TR/ xht ml - basi ¢/ xht nl - basi c10. dt d" >
<htm xm ns="http://ww.w3. org/ 1999/ xhtm ">
<head>
<nmeta http-equiv="content-type"
content="text/htm ;charset=i so-8859-1"/>
<title>A Data Mddel for Presence</title>
</ head>
<body>
<hl>Nanespace for Presence Data Mdel </ hl>
<h2>urn:ietf:parans: xn : ns: pi df : dat a- nodel </ h2>
<p>See <a href="http://ww.rfc-editor.org/rfc/rfc4d479.txt">
RFC4479</ a>. </ p>
</ body>
</htm >
END
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10.2. XM. Schena Regi strations

This section registers two XM. schenas per the procedures in [4].
10.2.1. Common Schema

URI: urn:ietf:parans:xn:schema: pi df : conmon- schena.

Regi strant Contact: |ETF, SIMPLE working group, (sinple@etf.org),
Jonat han Rosenberg (j drosen@ drosen. net).

The XML for this schema can be found as the sole content of
Section 5.1.1.

10.2.2. Data Mode
URI: urn:ietf:parans:xm:schema: pi df : dat a- nodel .

Regi strant Contact: |ETF, SIMPLE working group, (sinple@etf.org),
Jonat han Rosenberg (j drosen@ drosen. net).

The XML for this schema can be found as the sole content of
Section 5.1.2.
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