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Abst r act
Thi s docunent standardizes five new nedia types -- text/xm,
application/xm, text/xm -external -parsed-entity, application/xm -
ext ernal - parsed-entity, and application/xm-dtd -- for use in

exchangi ng network entities that are related to the Extensible Markup
Language (XM.). This docunent al so standardizes a convention (using
the suffix '+xm') for nam ng nedia types outside of these five types
when those nedia types represent XML M ME (Mul tipurpose | nternet Mai
Extensions) entities. XM. MM entities are currently exchanged via
the Hyper Text Transfer Protocol on the Wrld Wde Wb, are an
integral part of the WebDAV protocol for renpte web authoring, and
are expected to have utility in many domai ns.

Maj or differences from RFC 2376 are (1) the addition of text/xm -
external -parsed-entity, application/xm -external -parsed-entity, and
application/xm-dtd, (2) the '+xm' suffix convention (which also
updates the RFC 2048 registration process), and (3) the discussion of
"utf-16le" and "utf-16be".
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Ful I Copyri ght Statenent 1]

1. Introduction

The Wrld Wde Wb Consortium has i ssued Extensible Markup Language
(XM.) 1.0 (Second Edition)[XM.]. To enable the exchange of XM
network entities, this docunent standardizes five new nedia types --
text/xm, application/xm, text/xnl-external-parsed-entity,
application/xm -external -parsed-entity, and application/xn-dtd -- as
well as a naming convention for identifying XM.-based M ME nedi a

types.

XML entities are currently exchanged on the World Wde Wb, and XM
is also used for property values and paraneter narshalling by the
WebDAV[ RFC2518] protocol for renote web authoring. Thus, there is a
need for a nedia type to properly |abel the exchange of XM. network
entities.
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Al though XML is a subset of the Standard Generalized Markup Language
(SGW) |SO 8879[ SGW.], which has been assigned the nedia types
text/sgm and application/sgm, there are several reasons why use of
text/sgm or application/sgm to |abel XM. is inappropriate. First,
there exi st many applications that can process XM, but that cannot
process SGWL, due to SGW.'s |arger feature set. Second, SGWL
applications cannot always process XM entities, because XM uses
features of recent technical corrigenda to SGWL.. Third, the
definition of text/sgm and application/sgm in [RFC1874] includes
parameters for SGW bit conbination transformation formt (SGWL-
bctf), and SGW. boot attribute (SGW-boot). Since XM. does not use
t hese paraneters, it would be ambiguous if such paranmeters were given
for an XML M ME entity. For these reasons, the best approach for

| abeling XML network entities is to provide new nedia types for XM.

Since XML is an integral part of the WbDAV Distributed Authoring
Protocol, and since Wrld Wde Wb Consortium Reconmendati ons have
conventional ly been assigned | ETF tree nedia types, and since sinmlar
medi a types (HTM., SGWL) have been assigned | ETF tree nedia types,
the XML medi a types also belong in the | ETF nmedia types tree.

Simlarly, XM. will be used as a foundation for other nedia types,

i ncluding types in every branch of the | ETF nedia types tree. To
facilitate the processing of such types, media types based on XM,

but that are not identified using text/xm or application/xm, SHOULD
be naned using a suffix of '+xm' as described in Section 7. This
will allow XM.-based tools -- browsers, editors, search engi nes, and
other processors -- to work with all XM.-based nedia types.

2. Notational Conventions

The key words "MJST", "MJST NOT", "REQU RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docurment are to be interpreted as described in [RFC2119].

As defined in [ RFC2781], the three charsets "utf-16", "utf-16le", and
"utf-16be" are used to | abel UTF-16 text. In this docunent, "the
UTF-16 fam ly" refers to those three charsets. By contrast, the
phrases "utf-16" or UTF-16 in this docurment refer specifically to the
single charset "utf-16".

As soneti nes happens between two conmunities, both M ME and XM. have
defined the termentity, with different meanings. Section 2.4 of
[ RFC2045] says:

"The term'entity' refers specifically to the M Me-defined header

fields and contents of either a nessage or one of the parts in the
body of a nmultipart entity."
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Section 4 of [XM] says:

"An XM. docunent may consist of one or many storage units" called
entities that "have content” and are normally "identified by

nane" .

In this docunent, "XML MM entity" is defined as the latter (an XM
entity) encapsulated in the forner (a MM entity).

3. XML Media Types

This docunent standardizes five nedia types related to XM. M ME
entities: text/xm, application/xm, text/xnl -external-parsed-entity,
application/xm -external -parsed-entity, and application/xn -dtd.

Regi stration information for these media types is described in the
sections bel ow

Wthin the XML specification, XM. MME entities can be classified

into four types. 1In the XM term nol ogy, they are called "docunent
entities", "external DTD subsets", "external parsed entities", and
"external paraneter entities". The nmedia types text/xm and

application/xm MAY be used for "document entities", while text/xmn -
ext ernal - parsed-entity or application/xmn -external -parsed-entity
SHOULD be used for "external parsed entities". The media type
application/xm-dtd SHOULD be used for "external DTD subsets" or
"external paraneter entities". application/xm and text/xm MJST NOT
be used for "external paraneter entities" or "external DTD subsets",
and MUST NOT be used for "external parsed entities" unless they are
al so well-formed "docunent entities" and are referenced as such

Not e that [RFC2376] (which this docunent obsol etes) allowed such
usage, although in practice it is likely to have been rare.

Nei t her external DTD subsets nor external paraneter entities parse as
XML docunents, and while sone XM. document entities may be used as
external parsed entities and vice versa, there are nany cases where
the two are not interchangeable. XM also has unparsed entities,
internal parsed entities, and internal paranmeter entities, but they
are not XML M ME entities.

If an XML docunent -- that is, the unprocessed, source XM. docunent
-- is readabl e by casual users, text/xm is preferable to
application/xm . MM user agents (and web user agents) that do not
have explicit support for text/xm wll treat it as text/plain, for
exanpl e, by displaying the XML MM entity as plain text.
Application/xm is preferable when the XML MME entity is unreadable
by casual users. Sinmilarly, text/xn -external-parsed-entity is
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preferabl e when an external parsed entity is readable by casua
users, but application/xm-external -parsed-entity is preferable when
a plain text display is inappropriate.

NOTE: Users are in general not used to text containing tags such
as <price>, and often find such tags quite disorienting or

annoying. |If one is not sure, the conservative principle would
suggest using application/* instead of text/* so as not to put
information in front of users that they will quite likely not

under st and.

The top-level nedia type "text" has sone restrictions on MM
entities and they are described in [ RFC2045] and [ RFC2046]. In
particular, the UTF-16 famly, UCS-4, and UTF-32 are not all owed
(except over HITP[ RFC2616], which uses a M ME-1ike mechanism. Thus,
if an XM. docunent or external parsed entity is encoded in such
character encoding schemes, it cannot be | abeled as text/xm or
text/xm -external -parsed-entity (except for HTTP)

Text/xm and application/xm behave differently when the charset
paranmeter is not explicitly specified. |f the default charset (i.e.
US-ASCII) for text/xm is inconvenient for sonme reason (e.g., bad web
servers), application/xm provides an alternative (see "Optiona

par amet ers” of application/xm registration in Section 3.2). The
sanme rules apply to the distinction between text/xm -external -
parsed-entity and application/xm -external - parsed-entity.

XML provides a general franework for defining sequences of structured
data. 1In sone cases, it nmay be desirable to define new nedia types
that use XML but define a specific application of XM, perhaps due to
domai n-specific security considerations or runtine information.
Furthernore, such nedia types may allow UTF-8 or UTF-16 only and
prohi bit other charsets. This docunment does not prohibit such nmedia
types and in fact expects themto proliferate. However, devel opers
of such media types are STRONGLY RECOVMENDED to use this docunent as
a basis for their registration. |In particular, the charset paraneter
SHOULD be used in the same nanner, as described in Section 7.1, in
order to enhance interoperability.

An XML docurent | abeled as text/xm or application/xm mght contain
nanmespace decl arations, stylesheet-linking processing instructions
(PI's), schema information, or other declarations that night be used
to suggest how the docunent is to be processed. For exanple, a
docurent mi ght have the XHTM. nanmespace and a reference to a CSS
stylesheet. Such a docunent m ght be handl ed by applications that
woul d use this information to dispatch the docunent for appropriate
processi ng.
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3.1 Text/xm Registration

M ME nedi a type nane: text

M ME subtype nane: xni

Mandat ory parameters: none

Optional paraneters: charset

Al though listed as an optional paraneter, the use of the charset
paranmeter is STRONGLY RECOVMENDED, since this information can be
used by XML processors to determine authoritatively the character
encodi ng of the XML M ME entity. The charset paraneter can al so
be used to provide protocol -specific operations, such as charset-
based content negotiation in HITP. "utf-8" [RFC2279] is the
recommended val ue, representing the UTF-8 charset. UTF-8 is
supported by all conform ng processors of [XM].

If the XML MME entity is transmitted via HTTP, which uses a

M ME- | i ke nmechanismthat is exenpt fromthe restrictions on the
text top-level type (see section 19.4.1 of [RFC2616]), "utf-16"
[RFC2781]) is al so recommended. UTF-16 is supported by al
conform ng processors of [XM]. Since the handling of CR LF and
NUL for text types in nost M ME applications would cause undesired
transformati ons of individual octets in UTF-16 multi-octet
characters, gateways from HTTP to these M ME applications MJST
transformthe XML, M ME entity fromtext/xm; charset="utf-16" to
application/xm; charset="utf-16".

Conformant with [RFC2046], if a text/xm entity is received with
the charset paraneter onmitted, M ME processors and XM. processors

MJST use the default charset value of "us-ascii"[ASCII]. |In cases
where the XML M ME entity is transmitted via HTTP, the default
charset value is still "us-ascii". (Note: There is an

i nconsi stency between this specification and HTTP/ 1.1, which uses

| SO 8859-1[ 1 SO8859] as the default for a historical reason. Since
XML is a new format, a new default should be chosen for better

I 18N. US-ASCIl was chosen, since it is the intersection of UTF-8

and 1 SO 8859-1 and since it is already used by M M)

There are several reasons that the charset paraneter is
authoritative. First, some M ME processing engines do transcoding
of M ME bodies of the top-level nedia type "text" without
reference to any of the internal content. Thus, it is possible
that some agent m ght change text/xnl; charset="iso-2022-jp" to
text/xm ; charset="utf-8" w thout nodifying the encoding

decl arati on of an XM. docunment. Second, text/xm nmust be
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conpatible with text/plain, since MM agents that do not
understand text/xm will fallback to handling it as text/plain.

If the charset paranmeter for text/xm were not authoritative, such
fall back woul d cause data corruption. Third, recent web servers
have been inproved so that users can specify the charset

paraneter. Fourth, [RFC2130] specifies that the recomended
specification schene is the "charset" paraneter.

Since the charset paraneter is authoritative, the charset is not
al ways declared within an XM. encodi ng decl aration. Thus, special
care i s needed when the recipient strips the MM header and

provi des persistent storage of the received XML M ME entity (e.g.
inafile systemj. Unless the charset is UTF-8 or UTF-16, the
reci pi ent SHOULD al so persistently store information about the
charset, perhaps by enmbeddi ng a correct XM. encodi ng decl aration
within the XML M ME entity.

Encodi ng considerations: This media type MAY be encoded as
appropriate for the charset and the capabilities of the underlying
M ME transport. For 7-bit transports, data in UTF-8 MJST be
encoded in quoted-printable or base64. For 8-bit clean transport
(e.g., 8BITM ME[ RFC1652] ESMIP or NNTP[ RFC0977]), UTF-8 does not
need to be encoded. Over HTTP[ RFC2616], no content-transfer-
encodi ng i s necessary and UTF-16 nay al so be used.

Security considerations: See Section 10.

Interoperability considerations: XM. has proven to be interoperable
across WebDAV clients and servers, and for inport and export from
multiple XML authoring tools. For maxi muminteroperability,
val i dating processors are reconmended. Although non-validating
processors may be nore efficient, they are not required to handle
all features of XML. For further information, see sub-section 2.9
" St andal one Docunent Decl aration” and section 5 "Conformance" of
[ XM] .

Publ i shed specification: Extensible Markup Language (XM.) 1.0 (Second
Edi tion) [ XM].

Applications which use this nedia type: XM. is device-, platform,
and vendor-neutral and is supported by a wi de range of Wb user
agents, WebDAV[ RFC2518] clients and servers, as well as XM
aut horing tools.

Addi tional information
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Magi ¢ nunber(s): None.
Al t hough no byte sequences can be counted on to al ways be
present, XML M ME entities in ASClI-conpatible charsets
(i ncluding UTF-8) often begin with hexadecimal 3C 3F 78 6D 6C
("<?xm "), and those in UTF-16 often begin with hexadeci mal FE
FF 00 3C 00 3F 00 78 00 6D 00 6C or FF FE 3C 00 3F 00 78 00 6D
00 6C 00 (the Byte Order Mark (BOVW) followed by "<?xm"). For
nore information, see Appendix F of [XM].
File extension(s): .xnl
Maci ntosh File Type Code(s): "TEXT"
Person and email address for further information:
MURATA Makoto (FAMLY G ven) <murata@r!.ibmco.jp>
Si non St. Laurent <sinpbnstl @i nonstl . conp
Dani el Kohn <dan@ankohn. con
I nt ended usage: COVMON
Aut hor/ Change controller: The XM specification is a work product of
the World Wde Wb Consortium s XM. Working Group, and was edited
by:
TimBray <tbray@extuality.conp
Jean Paoli <jeanpa@ni crosoft.conp
C. M Sperberg-MQueen <cnsncg@i c. edu>

Eve Mal er <eve. mal er @ast. sun. conp

The WBC, and the WBC XM. Core Wbrki ng Group, have change control
over the XM specification.

3.2 Application/xm Registration
M ME nedi a type nanme: application
M ME subtype nane: xm

Mandat ory parameters: none
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Optional paraneters: charset

Al though listed as an optional paraneter, the use of the charset
parameter is STRONGLY RECOVMMENDED, since this information can be
used by XML processors to deternmine authoritatively the charset of
the XML M ME entity. The charset parameter can al so be used to
provi de protocol -specific operations, such as charset-based
content negotiation in HTTP.

"utf-8" [RFC2279] and "utf-16" [RFC2781] are the recomended

val ues, representing the UTF-8 and UTF-16 charsets, respectively.
These charsets are preferred since they are supported by al
conform ng processors of [ XM].

If an application/xm entity is received where the charset
parameter is omitted, no information is being provided about the
charset by the M ME Content-Type header. Conform ng XM
processors MJST follow the requirements in section 4.3.3 of [XM]
that directly address this contingency. However, M ME processors
that are not XM. processors SHOULD NOT assune a default charset if
the charset parameter is onmitted froman application/xm entity.

There are several reasons that the charset paraneter is
authoritative. First, recent web servers have been inproved so
that users can specify the charset paranmeter. Second, [RFC2130]
specifies that the recommended specification schene is the
"charset" paraneter.

On the other hand, it has been argued that the charset paraneter
shoul d be omitted and the mechani sm described in Appendi x F of

[ XM.] (which is non-normative) should be solely relied on. This
approach woul d all ow users to avoid configuration of the charset
paraneter; an XM. docunment stored in a file is likely to contain a
correct encoding declaration or BOM (i f necessary), since the
operating system does not typically provide charset infornmation
for files. If users would like to rely on the encodi ng

decl arati on or BOM and to hide charset information from protocol s,
they may deternine not to use the paraneter

Since the charset paraneter is authoritative, the charset is not
al ways declared within an XM. encodi ng declaration. Thus, special
care i s needed when the recipient strips the MM header and

provi des persistent storage of the received XML M ME entity (e.g.
inafile systen). Unless the charset is UTF-8 or UTF-16, the
reci pi ent SHOULD al so persistently store informati on about the
charset, perhaps by enbeddi ng a correct XM. encodi ng decl aration
within the XML M ME entity.
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Encodi ng considerations: This media type MAY be encoded as
appropriate for the charset and the capabilities of the underlying
M ME transport. For 7-bit transports, data in either UTF-8 or
UTF- 16 MUST be encoded in quoted-printable or base64. For 8-bit
clean transport (e.g., 8BITM Mg[ RFC1652] ESMIP or NNTP[ RFC0977]),
UTF-8 is not encoded, but the UTF-16 fanily MJST be encoded in
base64. For binary clean transports (e.g., HITP[RFC2616]), no
content-transfer-encoding is necessary.

Security considerations: See Section 10.

Interoperability considerations: Sanme as Section 3.1.

Publ i shed specification: Same as Section 3.1.

Applications which use this nedia type: Same as Section 3.1.

Addi tional information: Same as Section 3.1.

Person and emni| address for further information: Sane as Section
3. 1.

I nt ended usage: COVMON

Aut hor/ Change control ler: Same as Section 3.1.
3.3 Text/xnl -external -parsed-entity Registration

M ME nedia type nane: text

M ME subtype nane: xm -external -parsed-entity

Mandat ory paraneters: none

Optional paraneters: charset

The charset paraneter of text/xm -external-parsed-entity is
handl ed the sane as that of text/xm as described in Section 3. 1.

Encodi ng consi derations: Same as Section 3.1.

Security considerations: See Section 10.

Interoperability considerations: XM external parsed entities are as
i nteroperabl e as XM. docunents, though they have a less tightly
constrained structure and therefore need to be referenced by XM

docunments for proper handling by XML processors. Similarly, XM
docunments cannot be reliably used as external parsed entities
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because external parsed entities are prohibited from having
st andal one docunent declarations or DTDs. Identifying XM
external parsed entities with their own content type should
enhance interoperability of both XM. docunents and XM externa
parsed entities.

Publ i shed specification: Same as Section 3.1.

Applications which use this media type: Sane as Section 3. 1.

Addi tional information:
Magi ¢ nunber(s): Sanme as Section 3.1.
File extension(s): .xm or .ent

Maci ntosh File Type Code(s): "TEXT"

Person and emni| address for further information: Sane as Section
3. 1.

I nt ended usage: COVMON
Aut hor/ Change controller: Same as Section 3.1.
3.4 Application/xm -external -parsed-entity Registration

M ME nedi a type nane: application

M ME subtype nane: xm -external -parsed-entity

Mandat ory paraneters: none

Optional paraneters: charset
The charset paraneter of application/xmn-external-parsed-entity is
handl ed the sane as that of application/xm as described in
Section 3.2.

Encodi ng consi derations: Sanme as Section 3.2.

Security considerations: See Section 10.

Interoperability considerations: Sanme as those for text/xm -
external -parsed-entity as described in Section 3. 3.

Publ i shed specification: Same as text/xnml as described in Section
3.1
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Applications which use this nedia type: Same as Section 3.1.
Addi tional information:

Magi ¢ nunber (s): Same as Section 3.1.

File extension(s): .xm or .ent

Maci ntosh File Type Code(s): "TEXT"

Person and emni|l address for further information: Sane as Section
3. 1.

I nt ended usage: COVMON

Aut hor/ Change controller: Same as Section 3.1.
3.5 Application/xm-dtd Registration

M ME nedia type nane: application

M ME subtype nane: xm -dtd

Mandat ory paraneters: none

Optional paraneters: charset

The charset paraneter of application/xm-dtd is handl ed the sane
as that of application/xm as described in Section 3.2.

Encodi ng consi derations: Same as Section 3.2.
Security considerations: See Section 10.
Interoperability considerations: XM. DIDs have proven to be
i nteroperable by DTD authoring tools and XML browsers, anong

ot hers.

Publ i shed specification: Same as text/xm as described in Section
3. 1.

Appli cations which use this nmedia type: DID authoring tools handle
external DTD subsets as well as external parameter entities. XM
browsers nay al so access external DTD subsets and externa
paraneter entities.
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Addi tional information:

Magi ¢ nunber(s): Sanme as Section 3.1.
File extension(s): .dtd or .nod

Maci ntosh File Type Code(s): "TEXT"

Person and emni| address for further information: Sane as Section

3. 1.

I nt ended usage: COVMON

Aut hor/ Change controller: Same as Section 3.1.

3.6 Summary

The following Iist applies to text/xm, text/xm -external-parsed-
entity, and XM.-based nedia types under the top-level type "text"
that define the charset parameter according to this specification

(0]

(0]

Charset paraneter is strongly recommended.

If the charset paranmeter is not specified, the default is "
ascii". The default of "iso0-8859-1" in HITP is explicitly
overridden.

us-

No error handling provisions.

An encodi ng declaration, if present, is irrelevant, but when
saving a received resource as a file, the correct encoding
decl arati on SHOULD be inserted.

The next list applies to application/xm, application/xm-external-
parsed-entity, application/xm -dtd, and XM.-based nmedi a types under
top-level types other than "text" that define the charset paraneter
according to this specification:

(0]

Charset paranmeter is strongly reconmended, and if present, it
t akes precedence.

If the charset paranmeter is onmtted, conform ng XM. processors
MUST follow the requirenments in section 4.3.3 of [XM].
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4. The Byte Order Mark (BOVW) and Conversions to/fromthe UTF-16 Charset

Section 4.3.3 of [ XM.] specifies that XM, M ME entities in the
charset "utf-16" MUST begin with a byte order mark (BOM, which is a
hexadeci mal octet sequence OXFE OxFF (or OxFF OxFE, dependi ng on
endi an). The XM. Recommendation further states that the BOMis an
encodi ng signature, and is not part of either the markup or the
character data of the XM. docunent.

Due to the presence of the BOM applications that convert XM from
"utf-16" to a non-Uni code encodi ng MJUST strip the BOM before
conversion. Sinilarly, when converting from another encoding into
"utf-16", the BOM MJST be added after conversion is conplete.

In addition to the charset "utf-16", [RFC2781] introduces "utf-16le"
(little endian) and "utf-16be" (big endian) as well. The BOMis
prohi bited for these charsets. Wen an XML M ME entity is encoded in
"utf-16le" or "utf-16be", it MJST NOT begin with the BOM but SHOULD
contain an encodi ng decl aration. Conversion from"utf-16" to "utf-
16be" or "utf-16le" and conversion in the other direction MJST strip
or add the BOM respectively.

5. Fragnent ldentifiers

Section 4.1 of [RFC2396] notes that the semantics of a fragnent
identifier (the part of a URI after a "#") is a property of the data
resulting froma retrieval action, and that the format and
interpretation of fragment identifiers is dependent on the nedia type
of the retrieval result.

As of today, no established specifications define identifiers for XM
nmedi a types. However, a working draft published by WBC, nanely " XM
Poi nter Language (XPointer)", attenpts to define fragnment identifiers
for text/xm and application/xm. The current specification for
XPointer is available at http://ww. w3. org/ TR/ xptr.

6. The Base UR

Section 5.1 of [RFC2396] specifies that the semantics of a relative
URI reference enbedded in a MME entity is dependent on the base URI
The base URI is either (1) the base URI enbedded in the MM entity,
(2) the base URI of the encapsulating MM entity, (3) the URI used
to retrieve the MME entity, or (4) the application-dependent default
base URI, where (1) has the highest precedence. [RFC2396] further
speci fies that the mechani smfor enbedding the base URI is dependent
on the nedia type.
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As of today, no established specifications define nechanisns for
enbeddi ng the base URI in XML MME entities. However, a Proposed
Recomendat i on published by WBC, nanely "XM. Base", attenpts to
define such a mechanismfor text/xm, application/xm, text/xm -
ext ernal - parsed-entity, and application/xnl -external - parsed-entity.
The current specification for XML Base is avail abl e at

http://ww. w3. or g/ TR/ xm base.

7. A Nanming Convention for XM.-Based Media Types

Thi s docunent recomends the use of a nanming convention (a suffix of
"+xm ') for identifying XM.-based M ME nedi a types, whatever their
particular content nmay represent. This allows the use of generic XM
processors and technol ogies on a wide variety of different XM
docunent types at a mninmum cost, using existing frameworks for nedia
type registration.

Al t hough the use of a suffix was not considered as part of the
original MM architecture, this choice is considered to provide the
nost functionality with the |east potential for interoperability
problems or lack of future extensibility. The alternatives to the
+xm "' suffix and the reason for its selection are described in
Appendi x A

As XML devel opnment continues, new XM. docunent types are appearing
rapidly. Many of these XML docunent types would benefit fromthe
identification possibilities of a nore specific MM nedia type than
text/xm or application/xm can provide, and it is likely that nany
new medi a types for XM.-based docunment types will be registered in
the near and ongoi ng future.

While the benefits of specific MM types for particular types of XM
docunents are significant, all XM docunments share compn structures
and syntax that nake possi ble commopn processing.

Sone areas where 'generic' processing is useful include:

0 Browsing - An XM. browser can display any XM. docunent with a
provi ded [ CSS] or [XSLT] style sheet, whatever the vocabul ary of
t hat docunent.

o Editing - Any XML editor can read, nodify, and save any XM
document .

o Fragnent identification - XPointers (work in progress) can work

with any XML docunent, whatever vocabulary it uses and whether or
not it uses XPointer for its own fragment identification
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0o Hypertext linking - XLink (work in progress) hypertext linking is
designed to connect any XM. documents, regardless of vocabul ary.

0o Searching - XM.-oriented search engines, web crawl ers, agents, and
qguery tools should be able to read XM_ docunents and extract the
names and content of elenents and attributes even if the tools are
i gnorant of the particular vocabul ary used for elenments and
attributes.

0 Storage - XM.-oriented storage systenms, which keep XML docunents
internally in a parsed form should simlarly be able to process,
store, and recreate any XM. docunent.

o Well-formedness and validity checking - An XM. processor can
confirmthat any XML docunent is well-forned and that it is valid
(i.e., conforms to its declared DID or Schemm).

When a new nedia type is introduced for an XM.-based fornmat, the name
of the nedia type SHOULD end with '+xm'. This convention will allow
applications that can process XM. generically to detect that the MM
entity is supposed to be an XML document, verify this assunption by

i nvoki ng sone XML processor, and then process the XM. document
accordingly. Applications may match for types that represent XM

M ME entities by conmparing the subtype to the pattern '*/*+xm'. (O
course, 4 of the 5 nmedia types defined in this docunent -- text/xm,
application/xm, text/xn -external -parsed-entity, and
application/xm -external -parsed-entity -- also represent XM. M ME
entities while not conforming to the '*/*+xm' pattern.)

NOTE: Section 14.1 of HTTP[ RFC2616] does not support Accept
headers of the form "Accept: */*+xm" and so this header MJST NOT
be used in this way. |Instead, content negotiation[ RFC2703] coul d
potentially be used if an XM.-based M ME type were needed.

XM. generic processing is not always appropriate for XM.-based nedi a
types. For exanple, authors of sonme such nedia types nmay w sh that
the types remain entirely opaque except to applications that are
specifically designed to deal with that nmedia type. By NOT foll ow ng
the nam ng convention '+xm ', such nedia types can avoid XM.-generic
processing. Since generic processing will be useful in many cases,
however -- including in some situations that are difficult to predict
ahead of time -- those registering nedia types SHOULD use the '+xm'
convention unless they have a particularly conpelling reason not to.

The registration process for these nedia types is described in

[ RFC2048]. The registrar for the IETF tree will encourage new XM.-
based nedia type registrations in the |ETF tree to follow this

gui deline. Registrars for other trees SHOULD follow this convention
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in order to ensure nmaxi muminteroperability of their XM.-based
docunents. Simlarly, nedia subtypes that do not represent XM. M ME
entities MJUST NOT be allowed to register with a '+xm' suffix.

7.1 Referencing

Regi strations for new XM.- based nedi a types under the top-Ievel type
"text" SHOULD, in specifying the charset parameter and encodi ng
consi derations, define themas: "Sane as [charset paraneter /
encodi ng consi derations] of text/xm as specified in RFC 3023."

Regi strations for new XM.- based nedi a types under top-Ilevel types
other than "text" SHOULD, in specifying the charset paranmeter and
encodi ng consi derations, define themas: "Same as [charset paraneter
/ encodi ng consi derations] of application/xm as specified in RFC
3023."

The use of the charset paraneter is STRONGLY RECOMVENDED, since this
i nformati on can be used by XML processors to determn ne
authoritatively the charset of the XM M ME entity.

These registrati ons SHOULD specify that the XM.-based nedia type
being registered has all of the security considerations described in
RFC 3023 plus any additional considerations specific to that media

t ype.

These registrati ons SHOULD al so nake reference to RFC 3023 in
speci fyi ng magi ¢ nunbers, fragnment identifiers, base URl's, and use of
t he BOM

These registrati ons MAY reference the text/xm registration in RFC
3023 in specifying interoperability considerations, if these
consi derations are not overridden by issues specific to that nedia

type.
8. Exanpl es

The exanpl es bel ow gi ve the value of the M ME Content-type header and
the XML decl aration (which includes the encodi ng decl aration) inside
the XML M ME entity. For UTF-16 exanples, the Byte Order Mark
character is denoted as "{BOM", and the XM. declaration is assuned
to cone at the beginning of the XML MME entity, inmediately
following the BOM Note that other M ME headers nmay be present, and
the XML M ME entity nmay contain other data in addition to the XM
decl aration; the exanples focus on the Content-type header and the
encodi ng declaration for clarity.
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8.1 Text/xm wth UTF-8 Charset
Content-type: text/xm; charset="utf-8"
<?xm version="1.0" encodi ng="utf-8""?7>
This is the recommended charset value for use with text/xm . Since
the charset paraneter is provided, MM and XM. processors MJST treat
the encl osed entity as UTF-8 encoded.
If sent using a 7-bit transport (e.g., SMIP[ RFC0821]), the XM. M ME
entity MJUST use a content-transfer-encodi ng of either quoted-
printable or base64. For an 8-bit clean transport (e.g., 8BI TM ME
ESMIP or NNTP), or a binary clean transport (e.g., HITP), no
content-transfer-encoding i s necessary.

8.2 Text/xm wth UTF-16 Charset
Content-type: text/xm; charset="utf-16"
{BOM <?xm version="1.0" encoding="utf-16"?>
or
{BOM} <?xm version="1.0"?>
This is possible only when the XML M ME entity is transnmitted via
HTTP, which uses a M Me-1ike nmechanismand is a binary-clean
protocol, hence does not perform CR and LF transformations and al |l ows
NUL octets. As described in [RFC2781], the UTF-16 fanmily MJST NOT be
used with nedia types under the top-level type "text" except over
HTTP (see section 19.4.1 of [RFC2616] for details).

Since HTTP is binary clean, no content-transfer-encoding is
necessary.

8.3 Text/xm with UTF-16BE Char set
Content-type: text/xm; charset="utf-16be"
<?xm version='"1.0" encodi ng="utf-16be' ?>

Observe that the BOM does not exist. This is again possible only
when the XML M ME entity is transnmitted via HITP
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8.4 Text/xm with | SO 2022- KR Char set
Content-type: text/xm; charset="iso-2022-kr"
<?xm version="1.0" encodi ng="iso-2022-kr" ?>
Thi s exanple shows text/xm wth a Korean charset (e.g., Hangul)
encoded followi ng the specification in [RFCL557]. Since the charset
parameter is provided, MM and XM. processors MJST treat the
encl osed entity as encoded per RFC 1557.

Since | SO 2022- KR has been defined to use only 7 bits of data, no
content-transfer-encoding is necessary with any transport.

8.5 Text/xml with Oritted Charset
Content-type: text/xnl
{BOM} <?xm version="1.0" encodi ng="utf-16""?>
or

{BOM <?xm version="1.0"7?>

This exanple shows text/xm wth the charset paraneter omtted. In
this case, MM and XM. processors MJST assune the charset is "us-
ascii", the default charset value for text nedia types specified in

[ RFC2046]. The default of "us-ascii" holds even if the text/xm
entity is transported using HITP.

Onitting the charset paraneter is NOT RECOMVENDED for text/xm . For
exanple, even if the contents of the XML MME entity are UTF-16 or
UTF-8, or the XML M ME entity has an explicit encodi ng decl arati on,
XML and M ME processors MJUST assume the charset is "us-ascii”.

8.6 Application/xm wth UTF-16 Charset
Content-type: application/xm; charset="utf-16"
{BOM <?xm version="1.0" encodi ng="utf-16"7?>
or
{BOM} <?xm version="1.0"?>
This is a reconmended charset value for use with application/xmn.

Since the charset paraneter is provided, MM and XM. processors MJST
treat the enclosed entity as UTF-16 encoded.
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If sent using a 7-bit transport (e.g., SMIP) or an 8-bit clean
transport (e.g., 8BITM ME ESMIP or NNTP), the XML M ME entity MJST be
encoded in quoted-printable or base64. For a binary clean transport
(e.g., HTTP), no content-transfer-encoding is necessary.

8.7 Application/xm wth UTF-16BE Charset
Content-type: application/xm; charset="utf-16be"
<?xm version='1.0" encoding="utf-16be' ?>
Obhserve that the BOM does not exist. Since the charset parameter is

provi ded, M ME and XM. processors MJST treat the enclosed entity as
UTF- 16BE encoded.

8.8 Application/xm wth | SO 2022-KR Char set
Content-type: application/xm; charset="iso-2022-kr"
<?xm version="1.0" encodi ng="iso-2022-kr"?>
Thi s exanpl e shows application/xm wth a Korean charset (e.g.,
Hangul ) encoded foll owi ng the specification in [RFC1557]. Since the
charset paraneter is provided, M ME and XM. processors MJST treat the
encl osed entity as encoded per RFC 1557, independent of whether the
XML M ME entity has an internal encoding declaration (this exanple
does show such a declaration, which agrees with the charset
paraneter).

Since | SO 2022- KR has been defined to use only 7 bits of data, no
content-transfer-encoding is necessary with any transport.

8.9 Application/xm with Ontted Charset and UTF-16 XM. M ME Entity
Content-type: application/xm
{BOM <?xm version="1.0" encoding="utf-16""?>
or
{BOM <?xm version="1.0"?>
For this exanple, the XM. M ME entity begins with a BOM Since the
charset has been onmitted, a conform ng XM. processor follows the
requi renents of [XM], section 4.3.3. Specifically, the XM

processor reads the BOM and thus knows deterministically that the
charset is UTF-16.
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An XM.-unaware M ME processor SHOULD make no assunptions about the
charset of the XML M ME entity.

8.10 Application/xm with Oritted Charset and UTF-8 Entity
Content-type: application/xm

<?xm version='1.0"?>

In this exanple, the charset paraneter has been omitted, and there is

no BOM Since there is no BOM the XM. processor follows the
requirenents in section 4.3.3 of [ XM.], and optionally applies the
nmechani sm descri bed in Appendi x F (which is non-normative) of [XM]

to determ ne the charset encoding of UTF-8. The XM. M ME entity does

not contain an encodi ng decl aration, but since the encoding is UTF-8,
this is still a conforming XML M ME entity.

An XM.-unaware M ME processor SHOULD make no assunptions about the
charset of the XML M ME entity.

8.11 Application/xm with Oritted Charset and Internal Encoding
Decl aration

Content-type: application/xm

<?xm version="1.0" encodi ng="i so-10646-ucs-4""?>

In this exanple, the charset paraneter has been onmtted, and there is

no BOM However, the XML M ME entity does have an encodi ng
declaration inside the XML MME entity that specifies the entity's
charset. Following the requirenents in section 4.3.3 of [XM], and
optionally applying the mechani smdescribed in Appendi x F (non-
normative) of [XM], the XML processor deternines the charset of the
XML M ME entity (in this exanmple, UCS-4).

An XM.-unaware M ME processor SHOULD make no assunptions about the
charset of the XM M ME entity.

8.12 Text/xm -external -parsed-entity with UTF-8 Charset
Content-type: text/xnl-external -parsed-entity; charset="utf-8"
<?xm encodi ng="utf-8""?>
This is the recormended charset value for use with text/xm -
ext ernal - parsed-entity. Since the charset paranmeter is provided,

M ME and XML processors MUST treat the enclosed entity as UTF-8
encoded.
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If sent using a 7-bit transport (e.g., SMIP), the XML M ME entity
MJST use a content-transfer-encodi ng of either quoted-printable or
base64. For an 8-bit clean transport (e.g., 8Bl TM ME ESMIP or NNTP)
or a binary clean transport (e.g., HITP) no content-transfer-encodi ng
i S necessary.

8. 13 Application/xm -external -parsed-entity with UTF-16 Char set

Content-type: application/xm -external -parsed-entity;
charset="utf-16"

{BOM <?xm encodi ng="ut f - 16" ?>
or
{ BOM} <?xmi ?>
This is a reconmended charset value for use with application/xmn -
ext ernal - parsed-entity. Since the charset parameter is provided,
M ME and XML processors MJST treat the enclosed entity as UTF-16
encoded.
If sent using a 7-bit transport (e.g., SMIP) or an 8-bit clean
transport (e.g., 8BITM ME ESMIP or NNTP), the XM. M ME entity MJST be
encoded in quoted-printable or base64. For a binary clean transport
(e.g., HTTP), no content-transfer-encoding is necessary.

8. 14 Application/xn -external -parsed-entity with UTF-16BE Char set

Content-type: application/xm -external -parsed-entity;
charset="utf-16be"

<?xm encodi ng="ut f-16be" ?>

Since the charset paraneter is provided, MME and XM. processors MJST
treat the enclosed entity as UTF- 16BE encoded.

8. 15 Application/xm-dtd
Content-type: application/xm-dtd; charset="utf-8"
<?xm encodi ng="utf-8""?>
Charset "utf-8" is a recommended charset value for use with

application/xm-dtd. Since the charset paranmeter is provided, MM
and XML processors MUST treat the enclosed entity as UTF-8 encoded.

Mirata, et al. St andar ds Track [ Page 23]



RFC 3023 XML Media Types January 2001

8. 16 Application/ mat hm +xn
Content-type: application/mathm +xmn
<?xm version="1.0" ?>

Mat hML docunents are XML documents whose content descri bes

mat henati cal infornmation, as defined by [MathM.]. As a format based
on XML, MathM. documents SHOULD use the '+xm' suffix convention in
their MME content-type identifier. However, no content type has yet
been registered for MathM. and so this nedia type should not be used
until such registration has been conpl et ed.

8. 17 Application/xslt+xn
Content-type: application/xslt+xmn
<?xm version="1.0" ?>
Ext ensi bl e Styl esheet Language (XSLT) documents are XM. docunents
whose content describes styl esheets for other XM. documents, as
defined by [ XSLT]. As a format based on XM., XSLT docunents SHOULD
use the '"+xm "' suffix convention in their MM content-type
identifier. However, no content type has yet been registered for
XSLT and so this nedia type should not be used until such
regi strati on has been conpl et ed.

8. 18 Application/rdf+xni
Content-type: application/rdf+xn
<?xm version="1.0" ?>
RDF docunents identified using this MM type are XM. documents whose
content describes metadata, as defined by [RDF]. As a format based
on XM., RDF documents SHOULD use the '+xm' suffix convention in
their MM content-type identifier. However, no content type has yet
been registered for RDF and so this nedia type should not be used
until such registration has been conpl eted.

8.19 | mage/ svg+xn
Content-type: inage/svg+xm

<?xm version="1.0" ?>
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Scal abl e Vector Graphics (SVG docunents are XM. docunments whose
content describes graphical infornmation, as defined by [SV@. As a
format based on XM, SVG docunents SHOULD use the '+xm' suffix
convention in their MME content-type identifier. However, no
content type has yet been registered for SVG and so this nmedia type
shoul d not be used until such registration has been conpl et ed.

8. 20 | NCONSI STENT EXAMPLE: Text/xm with UTF-8 Charset

10.

Content-type: text/xm; charset="utf-8"
<?xm version="1.0" encodi ng="i so- 8859-1"7?>

Since the charset paraneter is provided in the Content-Type header
M ME and XM. processors MJST treat the enclosed entity as UTF-8
encoded. That is, the "iso-8859-1" encodi ng MJST be ignored.

Processors generating XML M ME entities MJST NOT | abel conflicting
charset information between the M MeE Content-Type and the XM
decl arati on.

| ANA Consi der ati ons

As described in Section 7, this document updates the [ RFC2048]
regi stration process for XM.-based M ME types.

Security Considerations

XM., as a subset of SGWML, has all of the same security considerations
as specified in [RFC1874], and likely nore, due to its expected
ubi qui t ous depl oynent .

To paraphrase section 3 of RFC 1874, XM. M ME entities contain
informati on to be parsed and processed by the recipient’'s XM system
These entities may contain and such systenms may pernmit explicit
system | evel conmmands to be executed while processing the data. To
the extent that an XML systemw || execute arbitrary command strings,
reci pients of XM. MM entities may be a risk. |In general, it may be
possi bl e to specify comrands that perform unauthorized file
operations or make changes to the display processor's environnent
that affect subsequent operations.

In general, any information stored outside of the direct control of
the user -- including CSS style sheets, XSL transformations, entity
decl arations, and DIDs -- can be a source of insecurity, by either
obvi ous or subtle neans. For exanple, a tiny "whiteout attack"

nodi fication nade to a "master" style sheet could nmake words in
critical locations disappear in user docunents, without directly
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nodi fyi ng the user docunent or the stylesheet it references. Thus,
the security of any XML docunent is vitally dependent on all of the
docunents recursively referenced by that document.

The entity lists and DIDs for XHTM. 1.0[ XHTM.], for instance, are
likely to be a commonly used set of information. Many devel opers
will use and trust them few of whomwi |l know rmuch about the |evel
of security on the WBC' s servers, or on any sinilarly trusted
repository.

The sinplest attack involves addi ng decl arations that break

val i dati on. Adding extraneous declarations to a |list of character
entities can effectively "break the contract" used by docurments. A
tiny change that produces a fatal error in a DID could halt XM
processing on a |large scale. Extraneous declarations are fairly

obvi ous, but nore sophisticated tricks, |ike changing attributes from
being optional to required, can be difficult to track down. Perhaps
t he nost dangerous option available to crackers is redefining default
val ues for attributes: e.g., if developers have relied on defaulted
attributes for security, a relatively small change m ght expose
enornous quantities of information.

Apart fromthe structural possibilities, another option, "entity
spoofing," can be used to insert text into docunments, vandalizing and
per haps conveyi ng an uni ntended nmessage. Because XML 1.0 pernmits

mul tiple entity declarations, and the first declaration takes
precedence, it's possible to insert nalicious content where an entity
is used, such as by inserting the full text of Wnnie the Pooh in
every occurrence of &ndash;

Use of the digital signatures work currently underway by the xml dsig
wor ki ng group may eventual ly aneliorate the dangers of referencing
ext ernal docunents not under one's own control

Use of XML is expected to be varied, and wi despread. XM is under
scrutiny by a wide range of conmunities for use as a comopn synt ax
for community-specific netadata. For exanple, the Dublin

Cor e[ RFC2413] group is using XM. for docunent netadata, and a new
effort has begun that is considering use of XM. for nedica
information. Qher groups view XML as a mechani sm for marshal ling
paranmeters for renmote procedure calls. More uses of XM will
undoubtedly ari se.

Security considerations will vary by domain of use. For exanple, XM
medi cal records will have much nore stringent privacy and security
considerations than XML library metadata. Simlarly, use of XML as a
paranmeter nmarshalling syntax necessitates a case by case security
revi ew.
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XML nmay al so have sone of the same security concerns as plain text.
Li ke plain text, XM. can contain escape sequences that, when

di spl ayed, have the potential to change the display processor
environnent in ways that adversely affect subsequent operations.
Possi bl e effects include, but are not limted to, |ocking the
keyboard, changing display paraneters so subsequent displayed text is
unr eadabl e, or even changi ng di splay paraneters to deliberately
obscure or distort subsequent displayed material so that its neaning
is lost or altered. Display processors SHOULD either filter such
material from displayed text or el se make sure to reset all inportant
settings after a given display operation is conplete.

Sone termi nal devices have keys whose output, when pressed, can be

changed by sending the display processor a character sequence. |If
this is possible the display of a text object containing such
character sequences could reprogramkeys to performsone illicit or

dangerous acti on when the key is subsequently pressed by the user

In sone cases not only can keys be programmed, they can be triggered
renotely, nmaking it possible for a text display operation to directly
perform sone unwanted action. As such, the ability to program keys
SHOULD be bl ocked either by filtering or by disabling the ability to
program keys entirely.

Note that it is also possible to construct XM. docunents that nake
use of what XM. terms "entity references"” (using the XM. neani ng of
the term"entity" as described in Section 2), to construct repeated
expansi ons of text. Recursive expansions are prohibited by [ XM.] and
XML processors are required to detect them However, even non-
recursive expansi ons may cause problems with the finite computing
resources of conputers, if they are perforned many times.
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Appendi x A. Wy Use the '+xml' Suffix for XM.-Based M ME Types?

Al t hough the use of a suffix was not considered as part of the
original MM architecture, this choice is considered to provide the
nost functionality with the |east potential for interoperability
problens or lack of future extensibility. The alternatives to the
"+xm ' suffix and the reason for its selection are described bel ow.

A.1 Wiy not just use text/xm or application/xm and | et the XM
processor dispatch to the correct application based on the
referenced DTD?

text/xm and application/xm remain useful in nmany situations,
especially for document-oriented applications that involve conbining
XML with a stylesheet in order to present the data. However, XM is
al so used to define entirely new data types, and an XM.-based format
such as inmage/svg+xm fits the definition of a MM nedia type
exactly as well as inage/png[ PNG does. (Note that image/svg+xm is
not yet registered.) Although extra functionality is available for

M ME processors that are also XML processors, XM-based nedia types
-- even when treated as opaque, non-XM. nedia types -- are just as
useful as any other nedia type and should be treated as such

Since M ME dispatchers work off of the M ME type, use of text/xm or
application/xm to |abel discrete nmedia types will hinder correct

di spatchi ng and general interoperability. Finally, many XM
documents use neither DIDs nor nanmespaces, yet are perfectly |ega
XML.

A.2 Wiy not create a new subtree (e.g., inmage/xm .svg) to represent XM
M ME types?
The subtree under which a nmedia type is registered -- |ETF, vendor
(*/vnd.*), or personal (*/prs.*); see [RFC2048] for details -- is

conpl etely orthogonal from whether the nmedia type uses XML syntax or
not. The suffix approach allows XML document types to be identified
within any subtree. The vendor subtree, for exanple, is likely to

i nclude a | arge nunber of XM.-based docunent types. By using a
suffix, rather than setting up a separate subtree, those types may
remain in the same location in the tree of MM types that they would
have occupi ed had they not been based on XM.

A.3 Wiy not create a new top-level MM type for XM.-based nedia types?
The top-level MM type (e.g., nodel/*[RFC2077]) deterni nes what Kkind
of content the type is, not what syntax it uses. For exanple, agents

using imge/* to signal acceptance of any image format shoul d
certainly be given access to nedia type i mage/svg+xm, which is in
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all respects a standard i nage subtype. It just happens to use XM to
describe its syntax. The two aspects of the nedia type are
conpl etely orthogonal

XM.- based data types will nost likely be registered in ALL top-Ievel
categories. Potential, though currently unregistered, exanples could
i ncl ude application/ mathm +xm [ Mat hM.] and i nage/ svg+xm [ SVG .

A. 4 Wy not just have the M ME processor 'sniff' the content to
determi ne whether it is XM.?

Rat her than explicitly | abeling XM.-based nmedia types, the processor
could | ook inside each type and see whether or not it is XM.. The
processor could also cache a |ist of XM-based nedia types.

Al t hough this nethod m ght work acceptably for sone mail
applications, it would fail conpletely in many other uses of MM
For instance, an XM.-based web crawl er woul d have no way of

determ ning whether a file is XM_ except to fetch it and check. The
same issue applies in sone | MAP4[ RFC2060] mail applications, where
the client first fetches the MM type as part of the nessage
structure and then decides whether to fetch the MM entity.
Requiring these fetches just to determ ne whether the MME type is
XML coul d have significant bandw dth and | atency di sadvantages in
many situations.

Sniffing XML also isn't as sinple as it mght seem DOCTYPE
declarations aren't required, and they can appear fairly deep into a
docunent under certain unpreventable circunmstances. (E g., the XM
decl aration, comments, and processing instructions can occupy space
bef ore the DOCTYPE decl aration.) Even sniffing the DOCTYPE isn't
conpletely reliable, thanks to a variety of issues involving default
val ues for nanespaces within external DTDs and overrides inside the
internal DID. Finally, the variety in potential character encodi ngs
(sonething XML provides tools to deal with), also nmakes reliable
sniffing less |ikely.

A.5 Wiy not use a M ME paraneter to specify that a nedia type uses XM
synt ax?

For exanple, one could use "Content-Type: application/iotp;
alternate-type=text/xm" or "Content-Type: application/iotp;
syntax=xm ".

Section 5 of [RFC2045] says that "Paranmeters are nodifiers of the

nedi a subtype, and as such do not fundanentally affect the nature of
the content". However, all XM.-based nmedia types are by their nature
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al ways XML. Paraneters, as they have been defined in the MM
architecture, are never invariant across all instantiations of a
nedi a type.

More practically, very fewif any M ME di spatchers and other M ME
agents support dispatching off of a paraneter. Wiile MM agents on
the receiving side will need to be updated in either case to support
(or fall back to) generic XM. processing, it has been suggested that
it is easier to inmplenment this functionality when acting off of the
nmedi a type rather than a paranmeter. More inportant, sending agents
require no update to properly tag an i mage as "image/ svg+xm ", but
few if any sending agents currently support always tagging certain
content types with a paraneter.

A. 6 How about |abeling with paraneters in the other direction (e.g.
application/xm; Content-Feature=iotp)?

This proposal fails under the sinplest case, of a user with neither
know edge of XM. nor an XM.-capable M ME dispatcher. In that case,
the user's M ME dispatcher is likely to dispatch the content to an
XML processing application when the correct default behavi or shoul d
be to dispatch the content to the application responsible for the
content type (e.g., an ecommerce engi ne for
application/iotp+xm [ RFC2801], once this nedia type is registered).

Note that even if the user had already installed the appropriate
application (e.g., the ecommerce engine), and that installation had
updated the M ME regi stry, nmany operating systemlevel MM
registries such as .mailcap in Unix and HKEY_CLASSES ROOT in W ndows
do not currently support dispatching off a parameter, and cannot
easily be upgraded to do so. And, even if the operating systemwere
upgraded to support this, each M M di spatcher woul d al so separately
need to be upgraded.

A. 7 How about a new superclass M Me paraneter that is defined to apply
to all MM types (e.g., Content-Type: application/iotp;
$supercl ass=xm ) ?

Thi s combi nes the problens of Appendix A 5 and Appendi x A. 6.

If the sender attaches an image/svg+xml file to a nessage and

i ncludes the instructions "Please copy the French text on the road
sign", soneone with an XM.-aware M ME client and an XM. browser but
no support for SVG can still probably open the file and copy the
text. By contrast, with superclasses, the sender nust add supercl ass
support to her existing nailer AND the receiver nust add supercl ass
support to his before this transaction can work correctly.
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If the receiver cones to rely on the superclass tag bei ng present and
applications are deployed relying on that tag (as al ways seens to
happen), then only upgraded senders will be able to interoperate with
t hose receiving applications.

A. 8 What about adding a new paraneter to the Content-Disposition header
or creating a new Content-Structure header to indicate XM. syntax?

This has nearly identical problens to Appendix A 7, in that it
requi res both senders and receivers to be upgraded, and few if any
operating systens and M ME di spatchers support working of f of

anyt hing other than the M ME type.

A. 9 How about a new Alternative-Content-Type header?

This is better than Appendix A 8, in that no extra functionality
needs to be added to a M ME registry to support dispatching of

i nfornati on other than standard content types. However, it stil

requi res both sender and receiver to be upgraded, and it will also
fail in many cases (e.g., web hosting to an outsourced server), where
the user can set MME types (often through inplicit mapping to file
ext ensi ons), but has no way of adding arbitrary HTTP headers.

A. 10 How about using a conneg tag instead (e.g., accept-features:
(syntax=xm))?

When the conneg protocol is fully defined, this may potentially be a
reasonable thing to do. But given the limted current state of
conneg[ RFC2703] devel opnent, it is not a credible replacenent for a
M ME- based sol ution

A. 11 How about a third-level content-type, such as text/xm/rdf?

M ME explicitly defines two | evels of content type, the top-level for
the kind of content and the second-level for the specific nedia type.
[ RFC2048] extends this in an interoperable way by using prefixes to
specify separate trees for | ETF, vendor, and personal registrations.
This specification also extends the two-Ievel type by using the

+xm "' suffix. |In both cases, processors that are unaware of these

| ater specifications treat them as opaque and continue to

i nteroperate. By contrast, adding a third-level type would break the
current M ME architecture and cause nunerous interoperability
failures.
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A. 12 Wiy use the plus ('+'") character for the suffix '+xnl"'?

As specified in Section 5.1 of [RFC2045], a tspecial can't be used:

tspecials :=

BN G D Y AL B L BN ¢ A |

R B L Y A N

A A A Y A S
It was thought that "." would not be a good choice since it is
al ready used as an additional hierarchy delimter. Also, "*" has a
conmon wi | dcard neaning, and "-" and "_" are conmon word separators

and easily confused. The characters % #& are frequently used for
guoting or comments and so are not ideal

That | eaves: ~!$"+{}]|

Note that "-" is used heavily in the current registry. "$" and
are used once each. The others are currently unused.

It was thought that '+ expressed the senantics that a MM type can
be treated (for exanple) as both scal abl e vector graphics AND ALSO as
XM.; it is both sinultaneously.

A. 13 What is the semantic difference between application/foo and
application/foo+xm ?

M ME processors that are unaware of XML will treat the '+xm' suffix
as completely opaque, so it is essential that no extra semantics be
assigned to its presence. Therefore, application/foo and
application/foo+xm SHOULD be treated as conpletely independent nedia
types. Although, for exanple, text/cal endar+xm could be an XM
versi on of text/cal endar[ RFC2445], it is possible that this

(hypot hetical) new media type would include new semantics as well as
new syntax, and in any case, there would be nmany applications that
support text/cal endar but had not yet been upgraded to support

t ext/ cal endar +xm .

A. 14 What happens when an even better markup | anguage (e.g., EBM) is
defined, or a new category of data?

In the ten years that M ME has existed, XM. is the first generic data
format that has seened to justify special treatnent, so it is hoped
that no further suffixes will be necessary. However, if sonme are

| at er defined, and these docunments were also XM., they would need to
specify that the '+xm "' suffix is always the outernpst suffix (e.g.
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application/foo+ebm +xm not application/foo+xnm +ebm). |If they were
not XM., then they would use a regular suffix (e.g.
application/foo+ebm).

A. 15 Wiy nmust | use the '+xm' suffix for ny new XM.-based nmedia type?

You don't have to, but unless you have a good reason to explicitly
di sal | ow generic XM. processing, you should use the suffix so as not
to curtail the options of future users and devel opers.

Whet her the inventors of a nedia type, today, design it for dispatch
to generic XM. processing machinery (and nost won't) is not the
critical issue. The core notion is that the know edge that sone
nmedi a type happens to use XML syntax opens the door to unanticipated
ki nds of processing beyond those envisioned by its inventors, and on
this basis identifying such encoding is a good and useful thing.

Devel opers of new nedia types are often tightly focused on a
particul ar type of processing that meets current needs. But there is
no need to rule out generic processing as well, which could nake your
nedi a type nore valuable over tine. It is believed that registering
with the "+xm' suffix will cause no interoperability problens

what soever, while it nmay enable significant new functionality and
interoperability now and in the future. So, the conservative
approach is to include the '+xm' suffix.

Appendi x B. Changes from RFC 2376

There are numerous and significant differences between this
speci fication and [ RFC2376], which it obsoletes. This appendix
sunmari zes the major differences only.

First, text/xnl-external -parsed-entity and application/xm -external -
parsed-entity are added as nedia types for external parsed entities,
and text/xm and application/xnm are now prohibited.

Second, application/xm-dtd is added as a nedia type for external DTD
subsets and external paranmeter entities, and text/xm and
application/xm are now prohibited.

Third, "utf-16le" and "utf-16be" are added. RFC 2781 has introduced
these BOM I ess variations of the UTF-16 fanmily

Fourth, a nam ng convention ('+xm ') for XM.-based nedia types has

been added, which al so updates [ RFC2048] as described in Section 7.
By follow ng this convention, an XM.-based nmedi a type can be easily
recogni zed as such.
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Thi s docunent and translations of it may be copied and furnished to
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and distributed, in whole or in part, without restriction of any
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the copyright notice or references to the Internet Society or other
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copyrights defined in the Internet Standards process mnust be
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The Iimted perm ssions granted above are perpetual and will not be
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